
STATE HOMELAND SECURITY PROGRAM
(SHSP)

FY 2022 ENHANCING CYBERSECURITY LOCAL 
PREPAREDNESS (ECSLP)APPLICATION WORKSHOP



MISSOURI OFFICE OF HOMELAND SECURITY NOTICE 
OF FUNDING OPPORTUNITY

We are pleased to announce the funding opportunity for the FY 2022 State 
Homeland Security Program (SHSP) Enhancing Cybersecurity Local Preparedness 
(ECSLP) is open August 25, 2022 – September 15, 2022 at 5:00 p.m. CST

This funding opportunity is made available through the Missouri Department of 
Public Safety’s, electronic WebGrants System, accessible on the internet: 
https://dpsgrants.dps.mo.gov

https://dpsgrants.dps.mo.gov/


SHSP ECSLP GRANT KEY DATES

August 25, 2022: SHSP ECSLP Grant funding opportunity open in WebGrants

September 15, 2022: SHSP ECSLP Grant applications due in WebGrants by 

5:00 pm CST

September 2022: SHSP ECSLP application scoring and funding determinations

September 1, 2022: Project Start Date

August 31, 2024: Project End Date



HOMELAND SECURITY GRANT PROGRAM (HSGP)

 The purpose of the HSGP is to support state and local efforts to prevent 
terrorism and prepare the Nation for the threats and hazards that pose 
the greatest risk to the security of the United States

 HSGP provides funding to implement investments that build, sustain, and 
deliver the 32 core capabilities essential to achieving the National 
Preparedness Goal (the Goal) of a secure and resilient Nation

 https://www.fema.gov/national-preparedness-goal

https://www.fema.gov/national-preparedness-goal


STATE HOMELAND SECURITY PROGRAM (SHSP) 
ENHANCING CYBERSECURITY LOCAL PREPAREDNESS 

(ECSLP)

 SHSP ECSLP assists state, and local efforts to build, sustain, and deliver the 
capabilities necessary to prevent, prepare for, protect against, respond to, and 
recover from acts of terrorism in cybersecurity through projects that 
strengthen local cybersecurity preparedness by focusing on 
cybersecurity measures to help manage local risk and enhance 
Missouri’s cybersecurity posture. 

 Projects must close gaps and strengthen capabilities identified in 
agencies’ Nationwide Cybersecurity Review (NCSR) or other 
cybersecurity risk assessment. 



NATIONAL PRIORITIES

Six priority areas for FY 2022

1. Enhancing the protection of soft targets/crowded places; 

2. Enhancing information and intelligence sharing

3. Combating domestic violent extremism

4. Enhancing cybersecurity

5. Enhancing community preparedness and resilience

6. Enhancing election security



NATIONAL PRIORITY: 
ENHANCING CYBERSECURITY

This funding opportunity focuses only on the 
National Priority of Enhancing cybersecurity



NATIONAL PRIORITY: 
ENHANCING CYBERSECURITY

Core Capabilities – Projects MUST align to one of the Core Capabilities listed 
below

 Cybersecurity – medium priority identified in the SPR

 Intelligence and Information Sharing – high priority identified in the SPR

 Planning – high priority identified in the SPR

 Public Information & Warning – medium priority identified in the SPR

 Operational Coordination – high priority identified in the SPR

 Screening, Search, and Detection – medium priority identified in the SPR

 Access Control and Identity Verification – low priority identified in the SPR

 Supply Chain Integrity and Activities – medium priority identified in the SPR

 Risk Management for Protection Programs and Activities – low priority identified in the SPR

 Long-Term Vulnerability Reduction – low priority identified in the SPR

 Situational Assessment – medium priority identified in the SPR

 Infrastructure Systems – medium priority identified in the SPR

 Operational Communications – high priority identified in the SPR



NATIONAL PRIORITY: 
ENHANCING CYBERSECURITY

Example Project Types
 Cybersecurity risk assessments
 Migrating online services to the “.gov” internet domain
 Projects that address vulnerabilities identified in 

cybersecurity risk assessments
o Improving cybersecurity of critical infrastructure to meet minimum 

levels identified by the Cybersecurity and Infrastructure Security 
Agency (CISA) and the National Institute of Standards and 
Technology Cybersecurity Framework

o Cybersecurity training and planning

https://www.nist.gov/cyberframework


ELIGIBLE APPLICANTS

 Local units of government

 Nongovernmental organizations, quasi-governmental 
organizations, nonprofit organizations



INELIGIBLE APPLICANTS

 Entities located within the geographical boundaries of the St. Louis 
Urban Area Security Initiative (UASI), which includes the Missouri 
Counties of Franklin, Jefferson, St. Charles, St. Louis and St. Louis City are 
NOT eligible applicants.

 Entities located within the geographical boundaries of the Kansas City 
Urban Area Security Initiative (UASI), which includes the Missouri 
counties of Jackson, Cass, Platte, Clay, and Ray are NOT eligible applicants.

 State Agencies are NOT eligible applicants.



MAXIMUM AWARD

The SHSP ECSLP grant has a minimum award amount of 
$5,000 and a maximum award amount of $15,000



OTHER ELIGIBILITY CRITERIA

National Incident Management System (NIMS) Implementation

 Subrecipients must ensure and maintain adoption and implementation of NIMS. The list 
of objectives used for progress and achievement reporting is on FEMA’s website at 
https://www.fema.gov/emergency-managers/nims/implementation-training

 See the Preparedness Grants Manual for more information on NIMS

Emergency Management Assistance Compact (EMAC) Membership

 SHSP subrecipients must belong to, be in, or act as a temporary member of EMAC

 All assets supported in part or entirely with SHSP funds must be readily deployable and 
NIMS-typed when possible to support emergency or disaster operations per existing 
EMAC agreements

Emergency Operations Plan (EOP)

 Update at least once every two years for every agency that currently has one

 Plans should be consistent with the Comprehensive Preparedness Guide 101 Version 2.0 
(CPG 101 v2)

https://www.fema.gov/emergency-managers/nims/implementation-training
https://www.fema.gov/sites/default/files/documents/fema_fy-2022-preparedness-grants-manual.pdf
https://www.fema.gov/pdf/about/divisions/npd/CPG_101_V2.pdf


OTHER ELIGIBILITY CRITERIA

Threat and Hazard Identification and Risk Assessment (THIRA) and 
Stakeholder Preparedness Review (SPR) updates

o SPR update required annually at the State level 

 Subrecipients must assist in the State’s annual update by providing 
information on the Whole Community Worksheet

o THIRA update required every three years at the State level

 For more information on THIRA: 

https://www.fema.gov/threat-and-hazard-identification-and-risk-assessment

https://www.fema.gov/threat-and-hazard-identification-and-risk-assessment


OTHER ELIGIBILITY CRITERIA

Subrecipients must use standardized resource management concepts such as:

 Resource typing, inventorying, organizing, and tracking resources to 
facilitate the dispatch, deployment and recovery of resources before, 
during and after an incident

Subrecipients must coordinate with their stakeholders to examine how they 
integrate preparedness activities across disciplines, agencies, and levels of 
government 



OTHER ELIGIBILITY CRITERIA

FEMA funds must be used to supplement (add to) not supplant 
(take the place of) existing funds that have been appropriated for 
the same purpose

Supplanting is NOT allowed for this grant



SHSP FUNDING GUIDELINES

Dual-Use 

 Under SHSP, many activities that support the achievement 
of core capabilities related to the national priorities and 
terrorism preparedness may simultaneously support 
enhanced preparedness for other hazards unrelated to 
acts of terrorism



FUNDING RESTRICTIONS AND ALLOWABLE COSTS

All costs must comply with the Uniform Administrative Requirements, Cost 
Principles, and Audit Requirements at 2 C.F.R. Part 200, the terms and 
conditions of the award, or the Preparedness Grants Manual

Award funds may not be used for matching funds for any other federal awards, 
lobbying, or intervention in federal regulatory or adjudicatory proceedings

https://www.fema.gov/sites/default/files/documents/fema_fy-2022-preparedness-grants-manual.pdf


FUNDING RESTRICTIONS AND ALLOWABLE COSTS

Prohibitions on Expending FEMA Award Funds for Covered 
Telecommunications Equipment or Services

Recipients and subrecipients of FEMA federal financial assistance are subject to the prohibitions 
described in section 889 of the John S. McCain National Defense Authorization Act for Fiscal Year 
2019 (FY 2019 NDAA), Pub. L. No. 115-232 (2018) and 2 C.F.R. §§ 200.216, 200.326, 200.471, and 
Appendix II to 2 C.F.R. Part 200. Beginning August 13, 2020, the statute – as it applies to FEMA 
recipients, subrecipients, and their contractors and subcontractors – prohibits obligating or 
expending federal award funds on certain telecommunications and video surveillance products 
and contracting with certain entities for national security reasons. 

 Guidance is available at Prohibitions on Expending FEMA Award Funds for Covered 
Telecommunications Equipment or Services (Interim) #405-143-1, or superseding document.

 Additional guidance is available at Contract Provisions Guide: Navigating Appendix II to Part 200 
– Contract Provisions for Non-Federal Entity Contracts Under Federal Awards (fema.gov).

https://www.congress.gov/bill/115th-congress/house-bill/5515/text?format=txt
https://www.fema.gov/sites/default/files/documents/fema_prohibitions-expending-fema-award-funds-covered-telecommunications-equipment-services.pdf
https://www.fema.gov/sites/default/files/documents/fema_contract-provisions-guide_6-14-2021.pdf


FUNDING RESTRICTIONS AND ALLOWABLE COSTS

 Effective August 13, 2020, FEMA recipients and subrecipients 
may not use any FEMA funds under open or new awards to: 

 Procure or obtain any equipment, system, or service that uses covered 
telecommunications equipment or services as a substantial or essential 
component of any system, or as critical technology of any system; 

 Enter into, extend, or renew a contract to procure or obtain any 
equipment, system, or service that uses covered telecommunications 
equipment or services as a substantial or essential component of any 
system, or as critical technology of any system; or 

 Enter into, extend, or renew contracts with entities that use covered 
telecommunications equipment or services as a substantial or essential 
component of any system, or as critical technology as part of any system.



FUNDING RESTRICTIONS AND ALLOWABLE COSTS

Replacement Equipment and Services
 FEMA grant funding may be permitted to procure replacement 

equipment and services impacted by this prohibition, provided the 
costs are otherwise consistent with the requirements of the NOFO 
and the Preparedness Grants Manual.

https://www.fema.gov/sites/default/files/documents/fema_fy-2022-preparedness-grants-manual.pdf


FUNDING RESTRICTIONS AND ALLOWABLE COSTS

Definitions
Per section 889(f)(2)-(3) of the FY 2019 NDAA and 2 C.F.R. § 200.216, covered telecommunications 
equipment or services means:

 Telecommunications equipment produced by Huawei Technologies Company or ZTE Corporation, 
(or any subsidiary or affiliate of such entities);

 For the purpose of public safety, security of Government facilities, physical security surveillance of 
critical infrastructure, and other national security purposes, video surveillance and 
telecommunications equipment produced by Hytera Communications Corporation, Hangzhou 
Hikvision Digital Technology Company, or Dahua Technology Company (or any subsidiary or affiliate 
of such entities);

 Telecommunications or video surveillance services provided by such entities or using such 
equipment; or

 Telecommunications or video surveillance equipment or services produced or provided by an entity 
that the Secretary of Defense, in consultation with the Director of National Intelligence or the 
Director of the Federal Bureau of Investigation, reasonably believes to be an entity owned or 
controlled by, or otherwise connected to, the People’s Republic of China.

Examples of the types of products covered by this prohibition include phones, internet, video surveillance, and 
cloud servers when produced, provided, or used by the entities listed in the definition of “covered 
telecommunications equipment or services.” See 2 C.F.R. § 200.471



ALLOWABLE COSTS

 This grant ONLY allows for projects that strengthen local cybersecurity 
preparedness by focusing on cybersecurity measures to help manage local 
risk and enhance Missouri’s cybersecurity posture. The requested project 
MUST close gaps and strengthen capabilities identified in an agencies’ 
Nationwide Cybersecurity Review (NCSR) or other cybersecurity 
assessment. 

 The applicant will be required to attest in the application, the requested 
project works to close gaps and strengthen capabilities identified in their 
agencies’ NCSR or other cybersecurity risk assessment. 

o The NCSR or other cybersecurity risk assessment is subject to review 
by the Missouri Office of Homeland Security. 



ALLOWABLE COSTS

Examples of allowable costs include but are not limited to:

 Planning, organization, equipment, training, and exercise costs for local end-user 
cybersecurity training and awareness campaigns;

 Cybersecurity planning, monitoring, scanning, and protection solutions for 
equipment and networks;

 Cybersecurity protection for critical infrastructure; and 

 Upgrading legacy technology



ALLOWABLE EQUIPMENT

The 21 allowable prevention, protection, mitigation, response, and recovery 
equipment categories for SHSP are listed on the Authorized Equipment List 
(AEL)

Some equipment items require prior approval from DHS/FEMA/OHS 
before obligation or purchase of the items. Please reference the grant notes 
for each equipment item to ensure prior approval is not required or to 
ensure prior approval is obtained if necessary

http://www.fema.gov/authorized-equipment-list


ALLOWABLE EQUIPMENT

Equipment purchases must be in compliance with the following:

• Equipment acquisition requirements of the FY 2022 Homeland Security Grant 
NOFO

o Must be on the Authorized Equipment List https://www.fema.gov/authorized-
equipment-list

FEMA Information Bulletin 426 gives direction on what items are unallowable, 
and what items require a waiver

https://www.fema.gov/authorized-equipment-list
https://www.fema.gov/sites/default/files/2020-08/ib_426_controlled_equipment_recission__11-1-17.pdf


ALLOWABLE EQUIPMENT

Equipment with additional requirements (FEMA Information Bulletin 426)

 Manned Aircraft, Fixed/Rotary Wing 

 Unmanned Aerial Vehicles

 Explosive materials (must follow requirements of Information Bulletin 419 
“Purchase of Energetic Materials Using Homeland Security Grant Program 
(HSGP) Funding”)

 Unallowable Equipment (FEMA Information Bulletin 426)

 Weapons of any kind (including firearms, grenade launchers, bayonets); 
ammunition; and weaponized aircraft, vessels, and vehicles of any kind

 Riot/Crowd Control Batons and Shields

https://www.fema.gov/sites/default/files/2020-08/ib_426_controlled_equipment_recission__11-1-17.pdf
https://www.fema.gov/sites/default/files/2020-04/Purch_of_Ener_Mat_IB_419_Final_7-20-17.pdf
https://www.fema.gov/sites/default/files/2020-08/ib_426_controlled_equipment_recission__11-1-17.pdf


28 CFR PART 23 GUIDANCE

DHS/FEMA/OHS requires that any information technology system funded or 
supported by these funds comply with 28 CFR Part 23, Criminal Intelligence 
Systems Operating Policies if this regulation is determined to be applicable

https://www.ecfr.gov/current/title-28/chapter-I/part-23


EHP REVIEW

Environmental Historical Preservation (EHP) Review

 Subrecipients proposing projects that have the potential to impact the 
environment must participate in the FEMA EHP review process

 The review process must be completed before funds are released to 
carry out the proposed project

 Any projects that make a change to a building or the grounds must 
complete an EHP Screening Form and submit it to OHS for review. This 
includes drilling holes into the walls or any ground disturbance\

If an EHP is required for a project, but not completed prior to the 
project starting, the project will not be reimbursed



UNIQUE ENTITY IDENTIFIER

Effective April 4, 2022, the Federal Government transitioned from using the Data 
Universal Numbering System (DUNS) Number to the Unique Entity Identifier (UEI)

If your organization is already registered in the WebGrants System, you 
will need to email your UEI to Maggie.Glick@dps.mo.gov if you have not 
already done so

If your organization is not yet registered in WebGrants, you will provide the UEI at 
the time of registration

mailto:Maggie.Glick@dps.mo.gov


UNIQUE ENTITY IDENTIFIER

Entities that had an active registration in the System for Award Management prior 
to this date have automatically been assigned a UEI

You can view the UEI in SAM.gov, located below the DUNS Number on your entity 
registration record

 In your workspace, select the numbered bubble above Active in Entity 
Management

 Your records should then appear and the UEI

number will be on the left side

of 1 

[filiNs Unl(\UP fnt ty 10, 

[ SAM Unique- Enl ty 10 

Rt ults~poge 

ZS 

Purpose of Reg,svat,on: 
Federal Assistance Awards 

Addron· 

5atby 

[):pi ration Oate As(('rdin.R • 

• Actlvo Ju n JO, 1022 

Entity Man gemenl 
w " <I n? 

1 1 0 0 0 

N Update Due: Jun 10, 2022 Due n N JO~ 0 i ntlty A .. 1,trallons 

Unique Entity ID 

0 0 0 



UNIQUE ENTITY IDENTIFIER

If your agency did not have a DUNS number, you will follow the steps below to 
obtain a UEI

 Sign in to your SAM.gov account and the system will navigate you to your 
Workspace

 Under Entity Management, select Get Started

Workspace Profile 

r--------------------------, 
Entity Management I I . . Get Started 
What do I need for reg,strat,on? ~----~ -

Entity RecJstration 
Downloads 

0 0 0 0 

Pending Requests 
Next Update Due: Due in Next 30 days: 0 [nilly Reglstrallons 

No pending reqvests 

Unique Entity ID See All 

0 0 Notifications 

No available notifications 

---------------------------~ See All 



WEBGRANTS APPLICATION

Log in or register at dpsgrants.dps.mo.gov as a new agency

 If your agency is already registered in the system, someone with access will need to add 
new users

 Two-factor authentication: Enter your password and the one-time passcode sent by WebGrants

Log .In 
Ji•S>:JY~ Cle\pot1n1i:rt ol 

-ubli1c Safety 
I Log 1111 I 
F,ocgot User- Id'? New to WebGra111ts - Missouri Department of P11blic 

Safety? 

Register Here 

An email has been sent to the email address listed in 
your user profile with a o.ne-time passcode. Please enter 

the passcode be.low. 

Password:* 

One -Time ..----------------, 

Passcode:* ~----------~ 

I Aulhenticale I 
Reset Password 

Resend One Tm e Passcode 

Ji,:.:iu~ Cte,i,~nmi:~t ol 

ubBc Safety 



APPLICATION INSTRUCTIONS

Select “Funding Opportunities” and select the FY 2022 SHSP Enhancing 
Cybersecurity Local Preparedness (ECSLP) funding opportunity

Instructions 

Reviewer Instructions 

My Profile 

Funding Opportunities 

My Applications 

My Grants 

Conflicts of Interests 

My Reviews 



APPLICATION INSTRUCTIONS

Each project will need its own application

A project should NOT include both capability sustainment and building

 Capability Sustainment – Projects that sustain capabilities at their current 
level

 Capability Building – Projects that start a new capability, or increase a 
current capability level

Information provided in the application will determine the score, be 
sure all requested information is provided and accurate



APPLICATION INSTRUCTIONS

Select “Start New Application”

“Copy Existing Application” will not work as application forms 
have changed from previous applications

Copy Existing Application I Start a New Application .. 



APPLICATION INSTRUCTIONS

 After selecting “Start a New Application”, complete the “General 
Information” section

 “Project Title” should be short and specific to the project, see example 
below

 After completing the “General Information,” click “Save”

lnstrn ctio 11s 
This p sge must be completed ;;,11d S 3 11A:d before proceeefmg ITTfl the rest of the <tpplicatkm 1rrrooess. 

General lnfom1ation 

Pt-imairy Contact:* l~T_E_S_T_T_E_S_T _____ v~I 

Project T1itle : 
(limited to 2 :50 character-s )* I n e,2 ""' ' , 

·ecft 

0.-ganiz:ation: I B as,eU 111e Org anilz.aliorn v I 



APPLICATION INSTRUCTIONS

 Select “Go to Application Forms” 

 All forms must be marked complete in order to “Submit”

 Complete each of the five “Application Forms” with all required 
information then “Save” and “Mark Complete”

Genernll lnfonnatioll Go to Application Forms 

App l'ication Forms 

Get1era.l rnformation 

Contact Information 2022 

IEC S LP Projecl Pack-age 

Budget 

Named Attachments 

svste,n ID: 1442 07 

i!>rnject Title: FY2022 E CSlP Project 

i!>rima iry Contact: TEST TEST 

Organi;z:,ation: IBasel..Jine Organizalion 

Form Name I Appl" cation Details I Submit I Withdraw ] 

Complete? ____ last Edited 
[)8.'22@22 

!l&'24l2022 

- D8.'24i2D22 

!)8{24/2022 

08,'2412022 



CONTACT INFORMATION

Authorized Official: This is the person who has the authority to legally bind the applicant into a 
contract and is generally the applicant’s elected or appointed chief executive.  For example: 

 For a city, the Mayor or City Administrator is the Authorized Official

 For a county, the Presiding County Commissioner or County Executive is the Authorized Official 
(e.g.; the Sheriff is not the Authorized Official)

 For a State Department, the Director is the Authorized Official

 For a college/university, the President is the Authorized Official

 For a nonprofit, the Board Chair is the Authorized Official (This includes Fire Protection 
District’s)

 For a Regional Planning Commission (RPC) or Council of Government (COG), the 
Executive Director is the Authorized Official.

 For a special district, such as a Fire Protection District or Ambulance District, the Board 
Chair/President shall be the Authorized Official

In order for an application to be considered eligible for funding, the agency’s correct Authorized 
Official MUST be designated in the “Contact Information” form and the “Certified Assurances” 
form 



CONTACT INFORMATION

Please complete all contact information for 

 Authorized Official

 Project Director

 Fiscal Officer

 Project Contact Person

Required fields are designated with a red asterisk *

Click “Save” at the top of the screen after entering all of the information

Then “Mark as Complete” 

__ eac __ k._I1 _.__,,. _________ I _3_~ ____ s_av--<el .. 

.. Mark as Complete I Go to Application Forms 



SHSP PROJECT PACKAGE

All of the “SHSP Project Package” information has been 
combined into one form with eight sections

 A. Project Worksheet

 B.  Project Capability, THIRA and Dual Use

 C.  Project Background

 D.  Deployable/Shareable Resources 

 E.  Audit Details

 F.  Risk Assessment

 G.  National Incident Management System (NIMS)

 H.  Certified Assurances



A. PROJECT WORKSHEET

 A.6 - Select the Project Activity Type that best represents your project

 A.7 – Was this project previously funded with SHSP funds?

 A.7.a - If you answered yes to Question # A.7, please give a brief description of 
the year and the project that was previously funded

 A.7.b – If you answered yes to Question #A.7, indicate if any of the assets from 
the project were deployed/shared in the past 12 months.

 A.8 Build/Enhance or Sustain, Is the project increasing capabilities (build/enhance) 
or sustaining capabilities (sustain) at the current level?

 A.8.a/A.8.b - Attempts to coordinate,  did your agency reach out to the RHSOC, 
local, or state agencies to see if the requested items are available?

 All SHSP projects should be shareable/deployable so coordination is important to 
determine necessity



A. PROJECT WORKSHEET
A. Proj ect Worksheet 

A.1 Project Trtle,: • I fY2022 SHSP ECSLP 

A.2 Agency l'fame:• I BaseUne Organizalion 

A.3 Region :• ~I F ____ v_l 
A,4 County:• ~I G_ol_e _____ v_l 

A.5 Project Location Zip Code: • ~I 6_5_1_0_1 ___ _ 

A.Ci Project Activity Typ,ec: • 'I E"'s"'lil,..,.b'"lis"'hf..,..e-nh'",a_n_c_e_c_yb~· ~er= s-e~oo- r-,,il'"y~p~r~o~g~ra~m~-----------

A,7 Was t his project previously funded 
with state Homeland Security Program @ Yes O No 

(SHSPJ, funds?• 

A. 7 .a If you answered yes to Question IP 011i d e the ye ar a n d a br ief desc r t p,t i on of the 
A.7, please g.ive a br ie f description and i t em(s } hat wer e p,r-ev ious l y f imded. 

year of the origina l project. 

A.7.b If you arnmered yes to Question What assets from yo ur pr oj e,ct 1-rer e depl or ed/ s har ed i n 
A.7, please indicate if assets from your t he past l 2 mc nt ns . 
project nave been deployed/ shared in 

the pa51: 12 months. 

A.8 Does this project increase 
capabrnties (l>ui ld/enhaoce), or does I Buifdlonhanoe v I 

this project sustain capabilities at the · 
current fever?• 

A.8.a If you answered Build/Enhance 
to question A.8 provide an answer to 

t he following question. Hias your @ Yes O No 
age,,cy coordinated with other coorc n.3t lan c~nple:: oon.t.lct cd other .iqe,J1ocs: ¥11 !hlr1 your rc,gloo to, s:e:e th~ 

agencies to detem1ine rf the resources QJ:-3bltlt\l/-"s:s:ct ciun-~ntly ~lrts: ~d s: ~:i ..3b~. 

requested a re run ently ava,lable 
within the reg:ion / state? 

A,8, b l f answered yes to A.8 • .-, explain Desc r i be your coonl i.n at i o11 eff or ts and t h.e out c e , 
coordination efforts made by your 

agency, as wel I as the outcome of the 
coordination efforts. 



A. PROJECT WORKSHEET

 A.9 – Provide a brief overall description of the project

 A.10 – Provide a summary of the specific project actions (What will grant funds be utilized 
to purchase/fund)

 A.11 – Provide an estimated time of how long the project will take to complete

 A.12 – Provide what objectives the project is designed to accomplish (the purpose of the 
project)

 A.13 – Describe how the project aligns with/increases terrorism preparedness

 A.14 –Yes/No, does your agency have cybersecurity and/or data security policies?

 A.14.a – If yes in A.14, describe your agencies policies

 A.15 –Yes/No, does your agency have a cybersecurity training awareness program?

 A.15.a – If yes in A.15, describe your agency’s training awareness program

 A.16 –Yes/No, does your agency have a cybersecurity incident response plan?

 A.16.a – If yes in A.16, does your agency train/exercise your cybersecurity incident 
response plan? If yes, please describe the training/exercising of your plan.



A. PROJECT WORKSHEET

A,9 Proj:ed: Description I Pr ovi ide a br ie f over a .1 es c r.i ptian of t h.e p oj ect .. 

A, :1'0 Pro111ide a summary of specific 
project adions/items finat will be 

purchased v,ith grant funds: 3 
ase/f und . 

e used 

A.:11 Provide estimated duration of the p ovi d e am estimat ed t i me n ho~f l e ng it i" .11 t ake to 
project (loow ong willll 1it take ~o complete t rne proj ect . 

comple.te 1ilili:s p mject) :3 

A.12 What a re the o'bjectives this B i efly descr -be ~Jha1t you hcpe trje p~oj ect wi ll 
project is designed to aooo"'p.Hs:lii? ace· ·· h 

( the pUf1pose of the proj:ed:), p, .l S II . 

A.13 Hov, does tliis project align 
with/increase rerroriism preparedness 

for v,our agency/.-eg;ioo/ state? 

p oject al i;~ns/ i ncneases 



A. PROJECT WORKSHEET

A.14 Does you r agency have 
cybersecurity and/or data security @Yes O No 

policies?* 

A.14.a Please describe youir agency's Desc r i be you r· agency ' s polic i es . 
policies. 

A. 15 Does your agency have a 
cybersecurity t rain ing awareness @Yes O No 

program?* 

A.15.a Please describe youir agency's Desc r i be you r· agency ' s t r· a i n i ng a1•1a r e ness p r og r a m, 
training awar-e,ness program. 

A. 16 Does your agency have a @Yes O No 
cyberseo<:ur ity incident response plan?* 

A.16.a Does your agency 
tra in /exercise your cybersecu r,ity 

incident response plan? If yes, please 
describe the training/ exercising of 

your plan. 

Yes / No, does you r agenc y t r a i n/ e xe r c i s e you r 
cybe r sec u r i t y r es pon se p l a n ? I f yes , desc r i be what 
t he t r a in i ng/ exe r c i sing l o o ks li ke , I 



A. PROJECT WORKSHEET

 A.17 –Yes/No, does your agency receive cybersecurity threat intelligence?

 A.17.a – If yes to A.17, describe the sources of threat intelligence 

 A.18 –Yes/No, does your agency participate in information sharing with federal, state and 
local agencies?

 A.18.a – If no to A.18, explain why your agency does not participate in information sharing 
with federal, state and local agencies.

 A.19 – How does this project close gaps and strengthen capabilities identified in your 
agencies’ Nationwide Cybersecurity Review (NCSR) or other cybersecurity risk 
assessment?

 A.20 - Check the box to attest the requested project works to close gaps and strengthen 
capabilities identified in their agencies’ Nationwide Cybersecurity Review (NCSR) or other 
cybersecurity risk assessment. The NCSR or other cybersecurity risk assessment is 
subject to review by the Missouri Office of Homeland Security (OHS)

 A.21 – Explain why the project is necessary for your agency/region/state

 A.22 – Discuss how the costs of this project will be sustained WITHOUT grant funding 
(i.e. funding maintenance, replacement or repair of item(s), subscription extensions, etc.)



A. PROJECT WORKSHEET

A.JI. 7 Does your age:ncy ..-ecei;ve 
qibersecurity threat intelligence? 

A.17.a Pil!ease describe the soun:es of 
th..-eat intelligence ( i.e.~ fede rra 11~ state, 

loca1l~ pri:vate secto r / vendor) 

A.Jl!.8 Does your agency partk~p,ate in 
inforrmaaon sharing with federal, 

state, and local agE!lilJCJies?' l[i.e.~ 
Miissouri Office of Homeland Security 

(OHS), Missouri l!nforrmation Analysis 
Genter i(MIAC), St. Louis Fusion 

C.enter, Kansas City Regional Fus·on 
c.enter). 

A.19 How does th·s prroject close gap.s 
and strengthen capabiliti:es identmed 

in t:heir agenci es' Nationwide 
Cybe:rrseruriity Review ( CSR) or otherr 

cybersec:urity irisk assessment.· 

@Yes O No 

Des ibe t iile sou ces o,f lil r eat 
eceive (Le . fe er a_, st:a,tie , 

sector / 11ern t ) 

@Yes O No 

a y how ~ne p oject closes gaps a d 
st en.co;t ens c apabilit : es id.enti ''ied .i ur age cy ' s 
~JCS -r other cyber sec tty ris assessmi: t . 



A. PROJECT WORKSHEET

A. 20 By dhecki11g this box the 
a,ppficant age:ncy attests the 1requestecl 

p.-oject W011ks to close gaps a11d 
mengthen ,ca p,abilitiies identified in 

iihei..- agencies' ationwide 
Cybe:l"5e0..lrity Rev·ev, (NCSR) o..- othe:r rJ 

cybe..-security 1r·sk assessment. Note: 
The NCSR of" othe r cy'h-e..-secunitv risk 

assesslille nt is s u'bjed to, ..-e viiew by the 
msso,..rni Offioe of Homeland Security 

(01-tS). 

A.21 Why is l:his projed: neoessarr for D-escr i e why tt, e p ·ect is 
your agenc:y/llf,e,gion/ strte? agerncy/ -egi rl/ sL - t e . 

A.22 How does you..- agency 1pl!an ~o 
fina11ciaHv .sustacn tihe requested items 

in the future without grant funding? 

Dis cuss 0 ~1 tll e costs of th.:. s pr o · ct \!li ll IJ-e 
s s ta1iln-ed w UT ,gr ant , ,urKI · g ( i. ,e ., .c I nd· g 
mai rrtenance, riepl c en L r repai r of it (s ) ,, 
s oscr i pti o exte~s icn5 , etc. ) 



B. PROJECT CAPABILITY, THIRA AND 
DUAL USE

Review the FY 2019 State THIRA and FY 2021 SPR to answer Section B.

 B.1 –Yes/No, did your agency participate in the development of your 
respective region’s Threat and Hazard Identification and Risk Assessment 
(THIRA)

 B. 2 - After reviewing the FY 2019 State THIRA and FY 2021 SPR, 
choose the Primary Core Capability that best aligns to the project

 B.3 – Identify the POETE category(s) that your project addresses 
(Planning, Organization, Equipment, Training, and/or Exercise)

 B.4 – Explain how the project impacts the Capability Target on the 
THIRA/SPR for the Core Capability that you chose in B.2



B. PROJECT CAPABILITY, THIRA AND 
DUAL USE

B. P,roj e ct Capability, THIIRA and IDua I U s>e 

8.1 Did v,our agency Jparticipate in the 
develop;me11t of vour respective 

1r,egion' s ilihrealt a11d Hazard 
Identification and Risk As5essment 

(TH]RII)? 

@Yes O No 

8.1.a M you answered yes to Question 
B, 1, 1i;il'ease explain, v.0111r agei!qr' s 

participation, i11 the dev.eli:lpment of the 
HDRA. 

Expla,i.Jn how you participated i n t e devel pme rit of 
your reg.i on' s THI 

P.i'ea,s,e re-we:n t e st;;te FY2019 MO THIRA cl'Nl1FY2021 MO SPR /J:J o'ete/rn- e /he fio llo1 - g: 

B,.2 Which Primary Core Capability best 
a i:g;ns to this proj:ed:?' Nolte: Your 

proj:ed: must ati:g;n 1to a ,cy;bersecurity 
Primary Gore Capabitity. A lliist of I Cybearsecun1y VI 

eltg1b:l!e Core Capa11ililities a .-e i11d uded ~~---~-----------------~ 
in, the Notice of Funding Opporbmily 

(NOFO). 3 

B.3 Which POETE ( Planning, 
Or-ganizaUo:n, Equipnient·, Training, 

and Exen:ise) categmy(s} does your 
project address? 

8.4 Ho\v does this project impact the 
Capability Ta.-get listed Oil the state 

THIRA/S!PiR. for t!ne c.o.-e Capa11ilility 
doosen in B, 2 and the POl:l"E 

catego:ny( s) ll'isted in B.3?3 

e t 

10D1> C~a ,>cter L.-11 

Expla1in lilo~s tlh e p • -e ct - pea ct s tile 
on the stat e Al S!PiR for t he core 
L'laS CllciSe rl i 8 ., 2. 

/ 



B. PROJECT CAPABILITY, THIRA, AND
DUAL USE

To find the Capability Target in the FY 2019 THIRA, search for the Core Capability 
you selected for B.1. The Capability Target will be listed underneath the Core 
Capability

Cybersecurity 
Functional Area(s)-Guidelines, Regulations, and Standards, Sharing 
Threat Information 
Capability Target 

Every [ 3] [ year(s) ], appropriate authorities review and update cyber incident plans/annexes 
based on evolving threats covering [ 91 ] publicly managed and/or regulated critical 
infrastructure facilities. 



B. PROJECT CAPABILITY, THIRA, AND 
DUAL USE

To find the Capability Target in the FY 2021 SPR, search for the Core Capability you 
selected for B.1. The Capability Target will be listed underneath the Core Capability

Cybersecu rity 

Cybersecurity Target #1 

Every .3.year(s) . appropriate authorities review and update cyber incident plans/annexes based on 
evolving threats covering 91 publicly managed and/or regulated critical infrastructure facilities . 



B. PROJECT CAPABILITY, THIRA, AND
DUAL USE

B.5 – Describe how the project supports terrorism preparedness and 
increases/supports preparedness for other hazards unrelated to terrorism

B.5 U t'ni5 prrojed iis al 1.11se,. p ease Deso ilbe 
describe [how- tli( s project s.111ppo:rrt.s 

t enio:rrism pr,~.-edness. and lh-ow- t his 
[p,rroject iioor,ease.s preparedness fu:rr 

olhe:rr haizar-ds 1unrrelat ed to t errorismi: 
( both ter1m:rrism preparedness, and 

ot.her 1.11n.-ela~ hazarrds}? 

f o 



B. PROJECT CAPABILITY, THIRA, AND
DUAL USE

B.6 – Review the National Priorities in the FY 2022 SHSP ECSLP Notice of Funding 
Opportunity (NOFO). 

 The project MUST align to the Enhancing Cybersecurity National Priority

B.6 R ease a;evie w the n ational Aiomies. iril the FY 2022 SHSP ECSLP No:fa:.;e of R..i11t:fa"ilg Opportunity_ 
1. Enhancilf9' the prro:te-ctio11 ,of s oft targets/crowded plaoes 
2. Enhancing ,information and irrteWgence s f1.ariing and coop eration w:fth federal agen c;e,s, including the ~ artmsit of Homefarrd Security 
3. Comhatrng do.rnes tic.- ""1o.ferrt extremis m 
4-. Enhanc-ing comRn.m.f~ preparredness and resilrenc.-e 
5. Enhancing C"yben;ecurity 
S. Enhancing ~ectf.oo .security 

The _projec.-tirnust arig11 to the Na:tiooaJ Priority of C)/'bersecumy to be el'igrble fol" this fufild;ng opporluf'lity_ Rease s efect the NatfooaJ Priority below·_ 

'ationa111 Piirio:irity;: 



C. PROJECT BACKGROUND

The purpose of this section is to identify if funding from SHSP has been provided for 
this project in the past

 Additional information will need to be provided if you select yes to C.1, C.4, or C. 7

C. IPl'oject Badkg111ou111d 

Complete Proj ect B'ackgroc.md lnvestmeat Jus!i:l'i'cat.ion aliqnme.rl't and Pilio.r Ac·oompJistiments fOf" ,each year o-t, L Y if 
propOE.ed p rqect was also funded i,ilith prior gr ant funds. 

C.:1 Was anv 1porii:on of !the proposed 
proj:ed: fonded wrth FY 20 .21 SH,SP @ Yes O No 

flllnds?: 3 

c .2 FY ::m2i illilv estment J111stification ._I E_1_nh_:a_n£_ in~g.._· _C_.y_.b_e_irs_e_c_lli~y._: ______________________________ v__.l 

J'f funded 1vifh FY 20.:: 1 Fe(kral Gr3ni A1vard m 3/ ,;-/a-S /he last 3jo.r a,ccompii-slrrrrenl/mi/;:slorie th ;;; t 1...as- completed .-iih F Y 2021 funds? 

C.3 FY 202i Prior Acoompl'isliunelilt:5: 

,c.4 Was anv 1porii:on of !the proposed 

f .i 
021 ECS LP f UJ1d i ng IE 

a .ls - n,dl u , , at:e-d o r se c 

2SD 01.>r~ chor tt 

prnj:ed fonded w iih FY 201.0 SH5P O Yes @ No 
flllnds?: 3 

C.7 Was anv 1porii:o1i1 of !the proposed 
prnj:ed: fonded wl'tih FY 2019, SHSP O Yes @ No 

flllnds?: 3 

epl aered out1cfla .e 
i t y sof b 1ai l"\e • 



D. DEPLOYABLE/SHAREABLE RESOURCES

 A deployable resource is an asset that is physically mobile and can be used 
anywhere in the United States and territories via Emergency Management 
Assistance Compacts (EMAC) or other mutual aid/assistance agreements.
o A deployable resource could be a communications vehicle, a generator, a CERT team, etc.

o A mobile radio may also be a deployable resource if the radio is to be installed in a patrol 
car (patrol officer with radio are the deployable resource)

 A shareable resource is an asset that can be utilized as a local, state, 
regional or national capability, but is not physically deployable (i.e.; fusion 
center)



D. DEPLOYABLE/SHAREABLE RESOURCES

D.2 Item Name – this refers to the Deployable/Shareable asset, this is not 
necessarily what is being purchased

 An agency may be purchasing an item that is for sustainment or building of a larger 
asset, (i.e.; replacement SCBA tanks for a Homeland Security Response Team (HSRT) ) 
the team is the deployable asset instead of the SCBA tank

 An agency may be purchasing a mobile generator, the generator would be the item 
that is deployable

 An agency may be purchasing a portable radio for a law enforcement officer. The law 
enforcement officer with portable radio would be the deployable item



D. DEPLOYABLE/SHAREABLE RESOURCES

If the project does not support an asset that is deployable or shareable answer N/A 
and skip the remaining questions for Section D

Note: The information in Section D is used in the application scoring process        



D. DEPLOYABLE/SHAREABLE RESOURCES

If the item is shareable, Sections D.2 – D.4 must be completed

D. De,ployable / Sha ra ble Reso1!111c:e:s 

Deployable Resource: Jdentif.ie,s the 3vai/ab ility ,300 uti1ity cfan 3ssef to multiple jurisdictkms, reg,oos, and the Nation_; provides iTTioJm3oon oo mobility cf a.sse.fs in .an area. An as.set 
ih3t is physic,;,IJy mtA'lil'e ;;no' can be use.o' a rryvilre re m 1!ie Uniied sta te s a11d temrolies via Eme.rge'\IGy Man3gen;,,ent Assiclal'IG>e C-omp;;-cls or other mufual aid'assislance ;;-greem.enls. 

Stiareabfe R.e,souroe: Provides iru'arm;;tioo on the u!ffily of a non-de.ployab.'e s/J3feQ' ,3ssel in a region; idem/fies the asse, s ;;b]'ily lo augment and sustain a reinforof!d response "lithin 
a r;eg,'011. An a ss.et !hat can be utilized .as a k ec;!, .sta le, regjooa l, o.r n ational t:3[}ab ility, but i.s oot physk;ajjy o'epkJyabie. (i e ., fusron centers). 

D.1 Does this pi-ojed: fund resources I C'ih a a"I .. R so v I that a.-ei: 3 . ,j' , re. ., .,. e ur1ce . 

If a.!ls _red Dep,'oyatle. ~ q=ht. D. 1 ccmp.'e le. que s.!'iOl'Js D. 2-D. 8. 
L' answ:ered Sli':Ji:.; J'e in que;;-t.ioo oom_pfe te q uestic " D. 2-D. 4. 
L' ansivere:i' !VA .i'l que...<crOl'l D. 1 .ski," to S ecti::!n E 

DL2 Uem Name: I Provide name of sllareable r1eso111rce 

D.3 If this is .a, sustainment p roject, oe:s.cr ilbe her 
describe how the p.-oject sustains the curre- t capa 

cleployal!I el s!hareab e .-esol!l.-ce ?.: 

sust airns t e asset at t.h.e 

D.4 Are there any s,p,ecial 
conditio:ns/ 1requirements on sharing 

the deployable/ shar,eable 
.-esou.-ces(s)? 

D.4.a Please exip,l!ain the s,p,ecial 
c.onditio:ns/ irequirenients on sharing 
tfie dei~l!oya1~1.e/ shareable resource. 

25DOh;>r.,cm, II 

@Yes O No 
IE:.:.:in ~le:: :5pe:D c. r~ulrcm.ents a t ~ Jlpm~tr ap,,era'tarr etc. 
2~D Oh;oracmr II 

ovide what anot her agerncy needs t 
ass.et c its product .istescl in D .. 2. 

access t he 



D. DEPLOYABLE/SHAREABLE RESOURCES

If the asset is deployable, 
complete all of Section D

D. Deployable/ Sharable Resources 

Deployable Resource: lde.rrti'fies the avarlatJ ilify and utintycf .an assetio multipie jurisdictxms, regkJ113,, and the Nation, provides infonnation oo mobiJ'ify cfa.s.sefain en area_ An asset 
that ;s physica,'ly mob.ue end C3f1 be used ::i r?)"Vihere in the Urwfed states and tefrifo1ies vi::i Eme.rgency Management Assist:3nce Compacts or other mcmJaJ aicVassisf.ance agreements. 

Shareabie Resource: Prr:Nrde.s ;11k.1rm ation on the uffl;ty of a na,-depJcyabJe sh.3fed as.set in a regoll, identifies the assef.s abiify to ai.lgnlffii end sustain a reinforced respcn.se waffin 
a region. Arl asset thafc::m be uti1aed as ::i IccaJ. slate~ regional, ornctiOllal capability; br.st is not pllysicaflyo'epl,oyable (i.e ., fusion cenfe/3). 

D.1 Does this prnject fundlharau::,~s Deployable Resouce 

If anstvered DepioY3tte ,n ques!foo D 1 ca.mpJete que.-~~'ions D 2-D 8 
If an~V•lt:red Shareable in que-~cn D. 1 oonipfefe questions D. 2-D. 4. 
If an:swcrad NA .., question D 1 s :o lo Sec/km E. 

o.21tem Name: Provide name of deployable resource 

D .. 3 If this is a sustainment project, 
describe how the p,-oject sustains the Describe how lh is project sustains the asset at the currenl capability level. 

deployable/ shareable resource?: 

D.4 Are there any sp,ecial 
conditions/ requi..-ements on sharing 

the deployable/ shareable 
resources.{ s)? 

D.4.a Please explain the special 

250 Ol~ractef 1Mnlt 

Yes 
E'.11'.!l'i!Ple: Sp,e;oh.c. ~ulre:mi:nts at 6qUlpmttit, ape;ra't(lr;. etc. 
25D Ol~ractef I.Jlmlt 

conditior1S/ requirements on sharing Provide wtlal another agency needs lo do to access the asset or its product listed 
the deJ>loyable/ shareable resource. in D.2. 

FE!\~ p,.,source Typil,g Ltllrary Tool is located at http,; :JlrlJLpreptoollrit.o'!J'Public. 

D.5 Is deployable resource NlMS Kind Yes 
& Typed?: 

D.6 Deployable Resources 
Kind & Type Name{s): Access th is infonnation from lhe blue link above. 

D. 7 Deployable Resources 

E)":im;ile: Cybi:r lnclaert Re~orue Tc:i'TI 
2SDOl~ractef 1Mnlt 

Kind & Type ID(s): Access th is infonnation from lhe blue link above. 
( ID x-xxx-xxxx) 

Exiim::ile; ID t3·Sl!<S-12l2 Cyb-er tnod~t Res;oans;e Te~m 

2SD Ol~ractef It 

D.8 If oot NIMS Kind & Typed, explain 
how the item further supports the If D-5 is no, please explain how this asset supports the Homeland Security 

Homeland Security Initiative: Initiative. 



D. DEPLOYABLE RESOURCES

 Under the “NIMS Kind & Type” section of the form 

 Is the deployable resource kind & typed

 Kind & Type Information 

 Provide ID number from Federal Website as well as the name 
https://rtlt.preptoolkit.fema.gov/Public

 If the deployable resource is not kind and typed, provide a description of 
why the resource is necessary to further homeland security initiative(s)

https://rtlt.preptoolkit.fema.gov/Public


D. DEPLOYABLE RESOURCES

Welcome to the Resource Typing Library Too l (RTLT), an online 

catalogue of national resou rce typing defin itions, position 
qualifications and Position Task Books (PTBs) provided by t he Federal 
Emergency Management Agency (FEMA) National Integ ra t ion Center 

(N IC). 

0 I Search ] 
~-------------~ 

Browse [(31 Links & Tools I 



NIMS KIND AND TYPING

Mobile Communications Center (Also referred to as "Mobile EOC") 

ID: 2-508-1053 !'I ~ 
Status: Published ~ 

Updated: 11/19/2019 11:23:41 A 
Released: 07/12/2005 

Resource Category: Incident Ma nagement 

Core Capabilities 
Pri mary: Operational Communications 

Secondary: Public and Private Services and Resources 
Supporting: 

DESCRIPTION 

RESOURCE CATEGORY 

RESOURCE KIND 

OVERALL FUNCTION 

COMPOSITION AND 

ORDERING SPECIFICATIONS 

Incident Management 

Vehicle 

Each type of resource builds on the qualifications of the type below it. F r example, Type 1 qualifications include the qualifications in Type 2, plus an increase in capability. Type 1 is the highest qualification leve l. 

COMPONENT TYPE 1 TYPE 2 TYPE 3 TYPE 4 NOTES 

VEHICLE CHASSIS 48'-53' custom trailer, bus chassis, 35' -40' motorhome chassis with or 25 '35' Gas or d iesel motorhome chassis, Converted SUV or Travel Tra iler, or 25' -40' Not Specified 

conventional cab/van chassis, or diesel without slide-out room or custom tra iler (trai ler does not requi re custom built tra iler (trai ler does not 

motorhome chassis w ith or without slide- additional tow vehicle) require addi t ional tow vehicle) 

out room 

EQUIPMENT INTERIOR 6- 10 workstations, with private meeting 4-6 workstations, with private meeting 2-4 workstations 1-2 workstations Not Specified 
area for Com mand personnel area fo r Command personnel 

EQUIPMENT RADIO RF Communications with adjoining RF Communications with adjoining RF Commun ications with adjoining RF Communications within j urisdiction Not Specified 
FREQUENCY agencies, State agencies through mutual agencies. State agencies through mutual agencies. State agencies th rough mutual and with adjoining agencies 

TRANSCEIVERS aid transceiver and any other frequencies aid transceiver and any other frequencies aid t ransceiver 



E. AUDIT CERTIFICATION

 Utilizing your agency’s most recent audit, please complete all required 
fields in the “Audit Details” section 

o If your agency does not have an audit, complete this section utilizing 
your most recent annual financial statement and attach the statement in 
lieu of the audit

o *Note – If your audit covered a period that ended more than three 
years ago, please provide the most recent financial statement for your 
agency’s last fiscal year, as well as a copy of the audit

 Please upload your Schedule of Expenditures of Federal Awards (SEFA) for 
the period covering your agency’s last fiscal year if this is not already 
included in your audit

 All attachments will be uploaded in the “Named Attachment” form on the 
application



E. AUDIT CERTIFICATION

 Utilizing the most recent audit, annual financial statement, and/or SEFA, 
complete the “Audit Certification” section indicate whether the $750,000 
threshold for federal audits was met per Part 2 CFR 200.501

o The $750,000 federal expenditure threshold is met when an agency has 
expended $750,000 or more in federal funds during their last fiscal 
year. This information can be found on the agency’s most recent audit, 
annual financial statements, and/or SEFA. (The total amount of federal 
funds expended is derived from all federal sources, not just Department 
of Homeland Security funds)



E. AUDIT CERTIFICATION

E. Au dit Details. 

E .1 Has ithe A:i;,;p:lkant Agency 
exoeeded the federal e:xpem!lil:111re 

thresh@ d of $7:siO.,OO 11 im federal funds 
du i'ng agency's last fiSCilil yeal!"°?'~ 

t e ;:i =I I!: tee !!'".!II C): Jl!'"le ltl'"e r<!! !.~ole t ~elr 13!:t !: 

E.2 Date !last a udi:li: COii! let,ed : 
MM/ D.JD./YYYY 

E.3 Bv dneclting thiis [!!:,,ox the applicant 
agency 111nde'.ll'stam::ls t:hev are req111irecl 
to up.lo.a.di a copy of 'he age;ncy's most 

recelilt completed a111dit ( or annual Eil 
fiinandal l statement} i:n t'he !Named 

Attachments sed:iio:n of this 
ap.p.l-ca tio.m 

I! AUil - Prn,q m :!: peel C. Awl - eol"!'I II etl!e and 

e 5- ) ,011tt: !. ;:,tt:er e en.d o · e ;:,Ldlted I 'lo'C.! . 



F. RISK ASSESSMENT

 The “Risk Assessment” 
section is to gather 
information the awarding 
agency (OHS) will use to 
conduct a risk assessment, 
of your agency, as 
required by 2 CFR 
200.331 (b)

 Depending on the 
responses to these 
questions, the awarding 
agency may contact you 
for additional information

F. Risk Assessment 

f.1 Does the applicant agency have @Yes O No 
new personnel that will be working on 

this award?: • New personnel is defined as working with this award type less than 12 months. 

F.1.a lf you answered yes to Question List names of new personnel and their titles. 
# F.1, please list the name(s) of new 

personnel and their title(s) 

f.2 Does the applicant agency have a 
new fiscal or time accounting system 

that will be used on this award?:• 

O Yes ® No 
New fascal or time accounting system is de.fined as a system being 
utilized less than 12 n10nths within the applicant agency. 

F.3 Does the applicant agency receive. @Yes O No 
any direct Federal awards?: * Oired grants are grants that you apply directly to the federal government for and there is 

no intermediary agency such as OHS. 

F.3.a If you answered yes to Question List direct Federal awards the agency receives. 
# F.3, please list the direct Federal 

awards the agency receives. 

F.4 Did the applicant agency receive 
any Federal monitoring on a direct 

federal award in their last fiscal 
year?:* 

f.4.a lf you answered yes to Question 
# F.4, please list the direct awards 

that were monitored and indicate. if 
there were any findings or 

recommendations. 

List the direct Federal awards that were 
monitored and indicate if there were any findings 
or recommenda~ions . 



G. NIMS COMPLIANCE

 Answer yes or no to the fourteen questions in the “National Incident 
Management System (NIMS)” section

G. National Incident Manage,ment System (NIMS) 

G.1 Has the jurisdiction formally 
adopted the National Incident 

Management Systeno {NIMS) 
thnmghout the jurisdiction or @ Yes O No 

organization to prevent, protect 
against, mitigate, l'eSpond to, and 

recover from incidents?: * 

G.2 Has the jurisdiction ensured 
training for the incident personnel 
incorporates NIMS training that is 

pertinent to each individuals incident 
responsibirities in align01ent with the 

NIMS training program?:* 

G.3 Does the jurisdiction develop, 
maintain, and implement 01utual aid 
agreements (to include agreesnents 

with the private sector and 
nongovermnental organizations)?:* 

GA Does the jurisdiction apply ICS as 
the standard approach to the on-scene 
command, control, and coordination of 

incidents?:* 

G.5 Does the jurisdiction enable 
effective and S'ec:Ure comn1Unications: 

within and across jurisdictions and 
organizations?: • 

G.6 Does the jurisdiction identify and 
inventory deployable incident 

resources consistentlly with national 

@ Yes O No 

@ Yes O No 

@ Yes O No 

@ Yes O No 

NIMS resource typing definitions and @ Yes O No 
job titles/position qualifications, 

available through the Resour-ce Typing 
Library Tool?: * 

G.7 t-tas your a ;gency de.signat:ed a 
point of cont:act to se:rv·e · as: the 

principal ,coordinator for t:he 
implementation of NIMtS?* 

G.6 Has your a,gen,cy adopted NIMS 
l:.erminology For 1:he q;ualificalti,001, 
cert:ifica.-tion., amd cr-edienti·a Jlin.g ot= 

inciident per.sonne'I?* 

G.9 Does your agency use tlhe NIMS 
Resource IMlamagement: Process during 

incidents? (identify .--.uiresne:n-, 
order and acquire, n1olbiliz:e, 1:raclc: and 

report, d.ernobiliz,e..,. irein111burse: and 
restock)* 

G.::llO Does your ao,gency iimpf.ernent JI.S 
fior the di·sseffl.inatJio:n o ·f" incident 

inf"oln'"nat!ion to tlae· public.,. incident 
personnel~ traditional and sociial 

me:dia, ;and other -ke/hold.e:rs?* 

G.:1.1 Does, your agency use: HAC 
Groups/ Pol icy Groups during i:ncid'enlts 

il:o enah e deoision makin.g among 
elected and a~ointed offi,cials and 
support: resource 1prioril:iza·ltion and 

alloc.at:ion?* 

G_:l.._2 Does your age.acy organ:ize and 
onan .. ,ge EOC's and EOC teams 

consistent witlh pertinent: NIMS 
guidance?* 

G.::1.3 Does your agency apply plain 
ltcllnguage and clea'r t:ext: 

,co l'iDmunicatio~ st.andard.s?* 

G.:1.4 Does your a,gency develop, 
1naain·l:ain, and inq>lement procedures 

-for dat:a c:o.11ection1, analysis,. and 
cfisseD11ination to naee1: organizatio.-.al 

ne.e,ds, -for :situiation:cd a-..nra·ren,e:s.s?* 

@ Yes O N o 

@ Yes O N o 

@ Yes O N o 

@ Yes O N o 

@ Yes O N o 

@ Yes O N o 

@ Yes O N o 

@ Yes O N o 



G. NIMS COMPLIANCE

If you answer no to any questions G.1-G.14 please explain planned activities during 
the grant period to strive towards NIMS compliance in G.15

G. 15. p;ralilJiled Adiwitiies: f ~ I 1 rereou 
de~,c:rilbe yo r p 
s i ve 01' f"t b 

Iii G. ll.-G . 1. .;!I 

ha ·d ll el p y 



F. CERTIFIED ASSURANCES

 The “Certified Assurances” section MUST be completed with the agency’s 
correct Authorized Official to be considered eligible for funding

To the be,,"'1 of my mo1w'edge ;;nd belie.f, ;; /l d3ta in this applica tion is ime 3 f1d =ect,. 
the document h 3s been o\Jfy 3t1tlrorized by lfle govem.irlg b oo'y of lfle applicc t, 
and lfle app/ica,rit attests to ;,00:for 1\'if/ comply l\'ith ihe folio '1ing Certif"ied Assurances 
if the assfat3flce is aw;,roed: 

SHSP Cernfied A66Urances 

H • .1 By checlc!ing tliis box, ] have read ◄ 
and agree to the tet-ms and conditiorts ~ 

of tni:s grant: 

l'rl older to b e coosia'erad e ,'igb.'e fa, frmo'irrg_. lfle com:c-f A ioorized Official mus! be de.sign3ted 3na' h ;,ve raim,-ledge of !he ceriifieo' assur;;nces as-o000aled 1llilh ihis funo_'frlg 
opportunity ff ·Che incorrect Atrth orized Official is listed in H.2 of th e a1m!fcar:io11. the a,P.P-!fcation m1, be deemed ineligible fO'r funding. 

The Aulflo.rized Offioi ;,/ is he. indiVKiu;; / tlOO h 3s the. autoority to letj3 /ly birn:J' ihe. applio3nf into 3 oanlrad a nd is ge.rieraliy me appf,c.3rrf's electe d or appointed chief exe-wlive.. Fer 
e;,.,mple : 

,. J'f the appli03nt agency is ;, c.ily, the M ;,yw OT City Administrator sh3N b e !he A loorizeo' Off/Cial 
•· J'f Nie. ap-pli03nt agency is s ,oocrnfr.. the Pf'=skJ'irrg Coun1'y Commiss.icl'leT or Cc nty Exewl/\,-e shall' be th e ACifhotiz,ed Offici ;; ,1 

•· J'f the. ap-pli03rri: agency is 3 st;,fe Department the Direc/;ar sl:J3,V be the Authorized Off1Ci3l 
·• J'f the ap-pli03rri: agency is ;, ,oolle,geron.iversiq,; lfle A<esiderlt sh3f/ be the Au lr.orized Offrcial 
·• J'f.rhe ,3P-pli 031'lf agency is 3 riooprofif, the Board Cha.lr.,A-es/dent s!:J3// be ir.e Authorizeo' Offid3l, tlris irrc/11a'es Fire Pro lec-lbn Dis/J\icis. 
•· l'f ihe appli03nt agency is 3n Regfr:.f13/ Planning Ccmmissicn ~ o r- Cccrncil' of Go1o<emme l'lf (COG), !he &eculive D.i,;ec..'or-sh;; // be ihe. .Aulhom:ed Off"ida l 
·• J'f ,the ,3P-pli 03rrf age cy is s special districi, woo a.s Fira Fro!ectfoo Dislrict OT Ambulanoe District the Board Chair/President sh;, f/ be tire A uthorized Offi<ii3f 

l'f a o'esig ee is being ulilizea' io authorize tire <1ppl"ication, the Missouri Department cf F'LIM~ S3fely (DPS) re.se.l'Ves tire ri¢t to rec;.i•e sf documenlalian th ;, t indicaie!a: the desigrree has 
ir.e ,3uiflon'ty ro i.eg3f/y b.irrd tire <1pp/k:ant in ro a = rracl in fiev of the Auinarraed Offici a,1 at th.e time. of app~caiion sutmission. 

... The above list is rroi ;;n <1fi-foousive [ist. If _l,'IDLI do oot f3,'/ rn/o tire <1bove listed c-c; tegories, er if yau ,3re nsure of 1\'lio lfle A ioorized Ofii'CiaJ is fo r-your .;;igel'lcy, 1o/e.3se oantact tire 
Missal.Iii Office of Hom.eland SE'Gl!lrity at (573) 522-6125. tt 

Hl.2 Autborized Official I Ooned A11lllm'ized Official Name AND Tillie 
Name and Trtliei: ~ . 

H.3 Name and TiHe of 
pasort co:~p.l'eting this I Name a11d TiUe of person compleltng ~he appl1cali o 
proposed application: 

H.4 Date: ~ I 0910&2,iiJ,22 



BUDGET FORM

Enter each budget line by selecting “Add” and completing all required 
information, then “Save” and “Add” if additional budget lines are needed

 Personnel

 Personnel Benefits

 Travel

 Equipment

 Supplies/Operations

 Contractual



BUDGET FORM

6qui pme111t 
All eqwpment ;rems are o'efmed as iangib!1: ,rJropeliy having an acqufaitkm cost of S1,000 or man;, a.nd a usem l life of mooe ih3fl cne year: 

All Equipment pum'r3sed lraz robe an ,3fklnable ftem, oo tf1e Authorized Eqt.i ipment Li.st (Aa.J. 

E ipmenl uctes m 3 be 

Line Item Name: ,AEL#: 

Log Out 

Qty: 

App lication: 144207 . FY2022 ECSLP Project 

Unit Cost: Tota l Cost: 
$.0.00 

Program Area: State Homeland Security Program (SHSP) 

Sustainment: Discipline: 

Funding Opportun ities: 144194 - FY 2022 SHS P Enhancing, Cybersecurily Local Preparedness (ECS LP) TEST 

Apptication Deadline: Final Application Deadline mot Applicable 

Organization: Baseline Orga11izalion 

~ uipment 
I A; e; I.Hpment ifems, are o'effned :3.3' tangible properly h r:iYrng an acquisitX,n oost of $1,000 or moreJ and a useful fife of mOf.E lh3fl cne ye:3 r: 

AN Equipment purchased lraes to be an .a/k/11a1Jfe ffem en tire Authorized Equipmerrt List (Aa.). 

E qcJ~cment quc tes m.3y be. uplioi:Jded in Names Attachmen! ccmpanent of the. :3ppiicaficn_ 

Line Item Name:• IVulnerabmly Screening Tool 

AEL #' • I OSN P-00-SCAN 

Qty:• 11 
~----~ 

Total C:0,,t:• I 5000.00 

Sustai nmerit: * ~ 
Su:;Qlrunent ~ co::;h ttt.:a t .:a~ necc:z.:arv to m.:alr t .2 n .:a .ou~r:t, ce::iloy.:able t,,::ine:l.:i~c s;eour :ty .:as;s;et. 

Discipfine:• I Emergency Managemenl 
Se!~ pr1n.21rv -CJK1;:illne t,cne•ltln,:i tram ~ulp,,m_ent. 

Fuoction:• ~I E_g~u~ip~m_en_t ______________ v~I 
Se!~ the EQU I PMEN T tunctloo ;:i~;, ta r tt !I',; bLdqet lln,e_ 

Allo v,able Activity:• I Cybers€Curity Enhancement Equipment 
Select ooe: ~nm.:ar; ;,ctNlt'Y ttte IJ..Jc.qe:t e: ~ t-endltJn,:i . 

Add 

Functi on: Al Iowa b[e Activity: 



BUDGET FORM

 Provide required justification for all budget lines by clicking “Edit” 
at top of the page

 Justification for all sections can be completed at one time

LogOurrt 

Application 

Appl1icatio 1: 144207 - FY2022 ECSLP Project 

Program Area: State Homela d Sernrily Program (SHSP) 

!Funding Opportunities: 14!4194 - FY 2022 SHSP Enha er g1 Cyberseomity Local Prepar,ed'ne.ss (ECSLP) TEST 

Appllication Deadline: Final Application Deacm e not Applicable 

Organ i~tion: Ba&eline Organiizalion 



BUDGET FORM

 The instructions for each budget section provides a description of what information should 
be included in the budget narrative justifications

 DO NOT put “See attachment” in the narrative justifications! Each section must be 
completed.  If you have information that will not fit in the justification, please enter a summary 
in the justification and then include the statement “Additional information can be located in 
the “Named Attachment” section

 When justifications for all sections have been completed, mark “Save” and “Mark as 
Complete”at the top of page

Justify the items to be purchased, including providing a cost basis.

Narrative Justification - Equipment 
Detailed narrative justifrcation is required tor all budget /ine(s) . This justification should fully explain the need tor acquisition. To provide the required justincation tor a budget line ftem(s), 
dick 'Edft' at top of page 

Provide separate justdicarions for each line 1rem being requested Address why the requested item is necessary for the success of the P.. osed project Indicate who will use the irem, 
how the em wt/I be used ano where the dem w1ILb.e.JJoused 

Font Family ,,,. Font Size 

Path: p Words:O 



BUDGET – PERSONNEL/BENEFITS

 In the justification provide each employee, what duties they will be 
required to complete for the project, their salary, and their estimated 
hours spent on the project as a cost basis

 In the justification list each employee, what benefits they receive, the 
cost of each benefit and how it is determined (e.g.; monthly, or 
percentage based) and the rate



BUDGET - TRAVEL

 Each travel event should be listed in the justification and include a full cost 
basis for the amount requested, including:
 Justification for the travel

 Number of staff traveling

 Estimated dates and location

 What costs are being requested and the estimated rate (i.e. lodging, meals/per 
diem, conference fees)

 A training request must be approved for all training, this may be submitted 
at the time of application and attached in the Named Attachment form 
https://dps.mo.gov/dir/programs/ohs/documents/TrainingRequestForm.pdf

https://dps.mo.gov/dir/programs/ohs/documents/TrainingRequestForm.pdf


BUDGET – TRAVEL

 OHS will only reimburse up to the per diem rate approved by the Missouri Office 
of Administration of Administration

 Each agency must follow their own travel policy

 Current approved rates can be found on the Missouri Office of Administration 
Website at the following link: https://oa.mo.gov/travel-portalministration

https://oa.mo.gov/travel-portalministration


BUDGET – EQUIPMENT

 Equipment is defined as tangible, personal property (including information 
technology systems) having a useful life of more than one year and a per-unit 
acquisition cost of $1,000.00 or more

 Authorized Equipment List (AEL) Number is required on the budget, link to site 
provided in instructions

E,q1uipment • i 
All equipment items are defined as tangible property having an acquisiJion cost of $1,000 or more~ a,rfuJ life of more than one year. 

All Equipment purchased has to be an allowable item on the Anlholized Equipmenf Usr (AELJ. 

Equipment quotes may be uploaded in Names Attachment component of the application. 



BUDGET FORM – EQUIPMENT

 Search the site for the 
correct AEL number

 The section name will 
correspond to the 
allowable activity on the 
budget line

Authorized Equipment List 

The Authorized Equipment List (AEL) is a list of approved equipment types allowed under 
FEMA's preparedness grant programs. The intended audience of this tool is emergency 

managers, first responders, and other homeland security professionals. The list consists of 

21 equipment categories divided into categories, sub-categories and then individual 

equipment items. NOTE: There are no commercially available products listed; it only 
consists of equipment types. 

l·E&Hi 
Search 

Search by item number, item title, keyword, o r grant program and then cl ick Apply. Search results 
display below. 

Section 
06 - Interopera ble Communications Equipment 

Category 

- Please se lect - E] 
• Please select• 

El 

Select a primary section, category and sub-category and then cl ick Apply. 

-



BUDGET FORM – EQUIPMENT

Justification should be provided for each equipment item requested to include

 Who will use the item, how the item will be used, and where the item will be 
stored

 Cost basis for the amount requested

 Please attach a quote or cost basis to the Named Attachments section of the 
application if available



BUDGET – SUPPLIES

Justification should be provided for each supply requested to include

 Justification for how the item supports the project

 Why the amount requested is necessary

 Cost basis - please attach a quote or cost basis to the Named 
Attachments section of the application if available

 For a service that fits the criteria for supplies, the dates covered must 
be provided (e.g.; annual software license, phone, or internet service)



BUDGET – CONTRACTUAL

Justification should be provided for each contractual cost requested to 
include

 What will be provided by the contract

 Estimated dates of service or delivery

 Why is this contract needed to support the project

 Cost basis for amount requested – please attach a quote or cost basis to the 
Named Attachments section of the application if available



NAMED ATTACHMENTS

 All attachments must be included in this section

 Required Attachments

o Audit/Financial Statement

o Federal Funds Schedule (if not included in the audit)

 Other Supporting Attachments (if applicable) 

o Quotes or other cost basis

o Training Request Form(s)

o Other supporting information (up to 5 attachments)



NAMED ATTACHMENTS

 To add each attachment select the name of the attachment 

 The applicant agency’s most recent audit/financial statement is a required 
document and must be uploaded before the form can be marked complete

.. 
Named Attachments 

Attachment 
Audit/Financial Statement (REQUIREDr 

Federal Fund Schedule (REQUIRED if not -nduded in Audit) 

Quotes or other cost basis 

Training Request Form 

other Sup,porting Information 

other Supporting Information 

other Supporting Information 

other Supporting Information 

other Supporting Information 

Description File Name Type File Size 

Go to AP;pUcation Forms 

Date Uploaded Delete? 

@ 
@ 
@ 
@ 
@ 
@ 
@ 
@ 
@ 



NAMED ATTACHMENTS

 Browse to 
select document

 Add a 
description to 
identify the 
document in the 
application, and 
select save

Log Out ~ BaCk l Save 

~ ch File 
~ ~:;;.in3ndal S tatement: App#cant .Agency Mos! Rece,,f Ccmpfsted Auo"it • Au.c:Nt Detaifs pcttron of tile Frojeci Pad{age requires the agency to .submit the last au.dit. If tile ageBC)' does coi h ave a completed aud;t, the.ir /in ;;.nciaJ statement should be submffted. 

r eder al Fund Schedule ;s REOUi'RED if not ill eluded A"J Audit. 

I Quote or other cost b asis: A quote or cost basis ;s. reccmmended for ail oos!s requested 

1 Tra.iiing Requesf Fcrms: TT3 inNJg rBqUes:1 forms a.re not requftEd -:1 t the time of appfrcation but ma.v be submitted 'lith the application.. 

IOl/ler supporting dowmenta. Any supporting dccumen taocn not Nsied above may t.€ robmifled in lhe aHachmenls titted Diner Su-rlir,g Documentation. 

• To attach anv other documents, cfick "Add": 

~ To de!efe an. !!!lloaded file click /he recyr;J,; bin in the De!,;te <X!lumn. 

• If you have no ~dtfional aft3c/lmenfs toinciuo'e. in your appK:a.tioo, .ze!ect ''M ark as Compfe.fe ". 

111,e /Aisscun Deparlmen! of Public Safety can •~•port tire fo/1"v,ing li.'e type-o· Woro' ('<doc, ~ docxJ Excel ('.xis, ~xlsx), PowerPoin! ('.pp/. •.pplx), Ato/ishor ('.pub), Adobe PDF ('.pdf), 
~tos ~ .bmf):, r j pg, *.jpeg, *.jpe, :r a.sp, •.tif., *. iwnJ) and s.imifar commo.nfy used programs. If you att;;.ch a file 4J)e that tfr.e Mi&so.url Department of Pu M c S :1.fe ty doe~ not h ::1ve soffware 
to open or the file is COfTUpted and c:::1nno.t be opened, the attachment m 3y not be OOl'lsidered. 

(~:Ztt!:~1.t is saved on a computer or rnsx, se::1 rch fer tne fiie location .,;md upload it. The Description fiefd should merefy name the attachmen(. oot provide ex.tensive. o'eta-Hs a-bout 

1this dccument is not saved on a computerorOJ.sk but ;s ,-ather a sheet of printed paper, it witl need tobe sc::1nned a-nds3ved to ~ compute, me /oc.30Cn ff the document is multiple 
a-ge.s_. check)'tlur sc:annerse«ings to ensur.E ihe pages can be s::1"1:!d as ooe file or use the free., cnline toolca!Jed PDF Mlerge if ;t i snecess::1,y to combine multiple 1•page sca.nsinOO 1 
3ved document. 

tJOTE: Do not attach pa.s.swonl prote.oted documents a5 the Print to PDF feature will not be able to open 5L4ch file types. 

Uploaded File: Test File.docx 

Description: rudit for J anua ry 1 - Oec embe r 31 , 202~ 



SUBMISSION 

 All forms must be marked complete in order to submit the application

 When everything is complete select “Submit”

App lication Fonns 

General lnfarmation 

Contact nformation 2022 

EC S LP Proj ect Package 

Budget 

Named Attact\ments 

Form Name Complete? 
• AppliicaUon Details I Submit I Withdraw 

Last Edrred 
OS.'22/2022 

OS.'24/;ro22 

08,'24/2022 

08{24/2022 

08o'24/2022 



ADMINISTRATIVE REVIEW

During the administrative review process the following will be 
considered:

 Allowable
o Authorized Equipment List (AEL)

o Authorized by law or regulation

o Allowable in the Notice of Funding Opportunity

 Allocable
o Falls into POETE (Planning/Organization/Equipment/Training/Exercise)

o Code of Federal Regulations (CFRs)

o Within scope of the grant

 Reasonable
o Does not exceed what a prudent person would incur in the circumstance

 Necessary
o A cost that is required for proper and efficient performance of the grant



OFFICE OF HOMELAND SECURITY CONTACTS

Debbie Musselman
Grants Specialist
(573) 751-5997
Debbie.Musselman@dps.mo.gov

Maggie Glick
Grants Specialist
(573) 522-6125
Maggie.Glick@dps.mo.gov

Points of contact for WebGrants system issues:

Chelsey Call
Grants Supervisor
(573) 526-9203
Chelsey.Call@dps.mo.gov

Joni McCarter 
Program Manager
(573) 526-9020
Joni.McCarter@dps.mo.gov

mailto:Debbie.Musselman@dps.mo.gov
mailto:Maggie.Glick@dps.mo.gov
mailto:Chelsey.call@dps.mo.gov
mailto:joni.mccarter@dps.mo.gov
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