STATE HOMELAND SECURITY PROGRAM
(SHSP)

FY 2022 LAW ENFORCEMENT TERRORISM PREVENTION ACTIVITIES
(LETPA) APPLICATION WORKSHOP




MISSOURI OFFICE OF HOMELAND SECURITY NOTICE

OF FUNDING OPPORTUNITY

We are pleased to announce the funding opportunity for the FY 2022 State
Homeland Security Program (SHSP) Law Enforcement Terrorism Prevention Activities
is open September 6, 2022 — September 27, 2022

This funding opportunity is made available through the Missouri Department of
Public Safety’s, electronic WebGrants System, accessible on the internet.



https://dpsgrants.dps.mo.gov/

SHSP LETPA KEY DATES

September 6, 2022: SHSP LETPA funding opportunity open in WebGrants System

September 27, 2022:  SHSP LETPA applications due in WebGrants 5:00 pm CST

WebGrants will not accept any applications after this time

October 2022: SHSP LETPA scoring and funding determinations

September 1, 2022: Project Start Date

August 31, 2024 Project End Date


https://dpsgrants.dps.mo.gov/

HOMELAND SECURITY GRANT PROGRAM

(HSGP)

= The purpose of the HSGP is to support state and local efforts to prevent
terrorism and other catastrophic events and to prepare the Nation for
the threats and hazards that pose the greatest risk to the security of the
United States

= HSGP provides funding to implement investments that build, sustain, and
deliver the 32 core capabilities essential to achieving the National
Preparedness Goal (the Goal) of a secure and resilient Nation



https://www.fema.gov/national-preparedness-goal

STATE HOMELAND SECURITY PROGRAM (SHSP)

The SHSP supports state and local preparedness activities that address high
priority preparedness gaps across all core capabilities that support terrorism
preparedness



LETPA

Focuses on the prevention of terrorist attacks and provides law enforcement and
public safety communities with funds to support intelligence gathering and
information sharing. Funds must be utilized for law enforcement terrorism
prevention activities of planning, organization, training, exercise, and equipment

Applicants applying for LETPA funding must have applied for the requested
project through their respective Regional Homeland Security Oversight
Committee (RHSOC) to be eligible for LETPA funding.

® State units of government are exempt from this requirement.



NATIONAL PRIORITIES

Six priority areas for FY 2022

1.

2.

3.

Enhancing the protection of soft targets/crowded places
Enhancing information and intelligence sharing and analysis
Combating domestic violent extremism

Enhancing cybersecurity

Enhancing community preparedness and resilience

Enhancing election security

Projects that align to National Priorities will receive extra points
during the application scoring process



NATIONAL PRIORITY: ENHANCING THE PROTECTION

OF SOFT TARGETS/CROWDED PLACES

Core Capabilities Example Project Types

= QOperational Coordination — high priority " Operational Overtime

=  Public Information and Warning — medium *  Physical Security Enhancements

priority = Security Cameras (CCTV)

= Intelligence and Information Sharing — high =  Security screening equipment
priority for people and baggage

= Interdiction and Disruption — high priority " Lighting

= Screening, Search, and Detection — medium " Access Controls

priority =  Fencing, gates, barriers, etc.

= Access Control and Identity Verification — low
priority

= Physical Protective Measures — low priority

= Risk Management for Protection Programs
Activities — low priority



NATIONAL PRIORITY: ENHANCING

INFORMATION AND INTELLIGENCE SHARING

Core Capabilities

= Intelligence and Information Sharing —
high priority

= |Interdiction and Disruption — high
priority

=  Planning — high priority

=  Public Information and Warning —
medium priority

= QOperational Coordination — high
priority

= Risk Management for Protection
Programs and Activities — low priority

Example Project Types
Fusion center operations

Information sharing with all DHS
components; fusion centers; other
operational, investigative, and analytic
entities; and other federal law enforcement
and intelligence entities

Cooperation with DHS officials and other
entities designated by DHS in intelligence,
threat recognition, assessment, analysis, and
mitigation

Identification, assessment, and reporting of
threats of violence

Joint intelligence analysis training and
planning with DHS officials and other
entities designated by DHS



NATIONAL PRIORITY:

COMBATING DOMESTIC VIOLENT EXTREMISM

Core Capabilities

» Interdiction and Disruption — high priority

» Screening, Search, & Detection — medium

priority

» Physical Protective Measures — low
priority

» Intelligence and Information Sharing —
high priority

» Planning — high priority

»  Public Information and Warning — medium

priority

» Operational Coordination — high priority

» Risk Management for Protection Programs

and Activities — low priority

Example Project Types

Open source analysis of misinformation
campaigns, targeted violence and threats to
life, including tips/leads, and online/social
media-based threats

Sharing and leveraging intelligence and
information including open source analysis

Execution and management of threat
assessment programs to identify, evaluate, and
analyze indicators and behaviors indicative of
domestic violent extremists

Training and awareness programs (e.g.,
through social media, suspicious activity
reporting [SAR] indicators and behaviors ) to
help prevent radicalization

Training and awareness programs (e.g.,
through social media, SAR indicators and
behaviors) to educate the public on
misinformation campaigns and resources to
help them identify and report potential
instances of domestic violent extremism



NATIONAL PRIORITY:

ENHANCING CYBERSECURITY

Core Capabilities Example Project Types
= Cybersecurity — medium priority = Cybersecurity risk assessments
*  Intelligence and Information Sharing — high priority = Migrating online services to the “.gov” internet domain
. Planning — high priority = Projects that address vulnerabilities identified in

. . . . - r rity risk ment
. Public Information & Warning — medium priority cybersecurity risk assessments

. N . . = Improving cybersecurity of critical infrastructure to meet
. Operational Coordination — high priorit
P 'on ination = high priority minimum levels identified by the Cybersecurity and
= Screening, Search, and Detection — medium priority Infrastructure Security Agency (CISA)
= Access Control and Identity Verification — low priority =  Cybersecurity training and planning

. Supply Chain Integrity and Activities — medium priority

. Risk Management for Protection Programs and
Activities — low priority

. Long-Term Vulnerability Reduction — low priority
. Situational Assessment — medium priority
. Infrastructure Systems — medium priority

. Operational Communications — high priority



NATIONAL PRIORITY: ENHANCING

COMMUNITY PREPAREDNESS AND RESILIENCE

Core Capabilities
= Planning — high priority
= Public information and warning — medium priority
= Community resilience — low priority
= Risk management for protection programs and activities — low priority
= Mass care services — low priority
= Intelligence and information sharing — high priority
= Risk and disaster resilience assessment — low priority

= Long-term vulnerability reduction — low priority



NATIONAL PRIORITY: ENHANCING

COMMUNITY PREPAREDNESS AND RESILIENCE

Example Project Types

Establish, train, and maintain Community Emergency Response Teams (CERT) and Teen CERT, with a focus on historically
underserved communities, including procurement of appropriate tools, equipment and training aides:

Local delivery of CERT train-the-trainer and CERT Program Manager to build local program training and maintenance
capacity

Provide continuity training, such as FEMA’s Organizations Preparing for Emergency Needs training, to faith-based
organizations, local businesses, and community-based organizations such as homeless shelters, food pantries, nonprofit
medical providers and senior care facilities to bolster the resilience to all hazards

Partner with local school districts to deliver the Student Tools for Emergency Planning curriculum or other educational
programming to guide students on how to create emergency kits and family communications plans

Partner with key stakeholders to assist with completing the Emergency Financial First Aid Kit or a similar tool to bolster
the disaster centric financial resilience of individuals and households

Execute You are the Help Until the Help Arrives workshops in concert with community based organizations to bolster
individual preparedness

Target youth preparedness using FEMA programing such as Prepare with Pedro resources and Ready2Help

Promote community planning, coordination, and integration of children’s needs during emergencies through workshops
like FEMA’s Integrating the Needs of Children

Community Mapping: identify community resources and characteristics in order to identify gaps in resources, identify
hazards and vulnerabilities, and inform action to promote resilience



NATIONAL PRIORITY:

ENHANCING ELECTION SECURITY

Core Capabilities
= Cybersecurity — medium priority

= Intelligence and information
sharing — high priority

= Planning — high priority

= Long-term vulnerability reduction
— low priority

= Situational assessment — medium
priority

= Infrastructure systems — medium
priority

Example Project Types
Physical security planning support

Physical/site security measures — e.g.,
locks, shatter proof glass, alarms, etc.

General election security navigator
support

Cyber navigator support

Cybersecurity risk assessments, training,
and planning

Projects that address vulnerabilities
identified in cybersecurity risk
assessments

Iterative backups, encrypted backups,
network segmentation, software to
monitor/scan, and endpoint protection

Distributed Denial Of Service protection

Migrating online services to the “.gov”
internet domain



ENDURING SECURITY NEEDS

In FY 2022, there are several enduring security needs that crosscut the homeland
security enterprise, and to which that States should consider allocating funding
across core capability gaps and national priorities. The following are enduring needs
that help recipients implement a comprehensive approach to securing

communities:
= Effective planning
= Training and awareness campaigns
= Equipment and capital projects

= Exercises



Core Capabilities

Planning

Risk management for protection programs
and activities

Risk and disaster resilience assessment
Threats and hazards identification
Operational coordination

Community resilience

Example Project Types
Development of:
Security Risk Management Plans
Continuity of Operations Plans
Response Plans

Efforts to strengthen governance
integration between/among regional
partners

Joint training and planning with DHS
officials and other entities designated by
DHS

Cybersecurity training and planning



ENDURING SECURITY NEEDS:

TRAINING AND AWARENESS

Core Capabilities

= Long-Term Vulnerability
Reduction

= Public Information and Warning
= QOperational Coordination
= Situational Assessment

= Community Resilience

Example Project Types
Active shooter training
Intelligence analyst training

SAR and terrorism indicators/behaviors
training

Security training for employees

Public awareness/preparedness
campaigns

Joint training and planning with DHS
officials and other entities designated
by DHS

Cybersecurity training and planning



ENDURING SECURITY NEEDS:

EQUIPMENT AND CAPITAL PROJECTS

Core Capabilities
= Long-term vulnerability reduction
= Infrastructure systems
= QOperational communications
= Interdiction and disruption
= Screening, search, and detection

= Access control and identity
verification

= Physical protective measures

Example Project Types

Protection of high-risk, high
consequence areas or systems that
have been identified through risk
assessments

Physical security enhancements
Security Cameras (CCTV)

Security screening equipment for
people and baggage

Lighting
Access Controls

Fencing, gates, barriers, etc.



Core Capabilities
Long-term vulnerability reduction
Operational coordination
Operational communications

Community resilience

Example Project Types

Response exercises



ELIGIBLE APPLICANTS

= State units of government

= Local units of government

= Nongovernmental organizations, quasi-governmental organizations
(e.g.; RPC’s & COG’s), nonprofit organizations (e.g.; Red Cross)



ELIGIBLE APPLICANTS

Applicants applying for LETPA funding must have applied for the requested
project through their respective Regional Homeland Security Oversight
Committee (RHSOC) to be eligible for LETPA funding.

State units of government are exempt from this requirement.



INELIGIBLE APPLICANTS

= Entities located within the geographical boundaries of the St.
Louis Urban Area Security Initiative (UASI), which includes the
Missouri Counties of Franklin, Jefferson, St. Charles, St. Louis and
St. Louis City are NOT eligible applicants

= Entities located within the geographical boundaries of the Kansas
City Urban Area Security Initiative (UASI), which includes the
Missouri counties of Jackson, Cass, Platte, Clay, and Ray are NOT
eligible applicants



OTHER ELIGIBILITY CRITERIA

= National Incident Management System (NIMS) Implementation

= Subrecipients must ensure and maintain adoption and implementation of NIMS. The list
of objectives used for progress and achievement reporting is on FEMA’s website at
https://www.fema.gov/emergency-managers/nims/implementation-training

= See the Preparedness Grants Manual for more information on NIMS

= Emergency Management Assistance Compact (EMAC) Membership
= SHSP subrecipients must belong to, be in, or act as a temporary member of EMAC

= All assets supported in part or entirely with SHSP funds must be readily deployable and

NIMS-typed when possible to support emergency or disaster operations per existing
EMAC agreements

= Emergency Operations Plan (EOP)
= Update at least once every two years for every agency that currently has one

= Plans should be consistent with the Comprehensive Preparedness Guide 101 Version 2.0
(CPG 101 v2)



https://www.fema.gov/emergency-managers/nims/implementation-training
https://www.fema.gov/sites/default/files/documents/fema_fy-2022-preparedness-grants-manual.pdf
https://www.fema.gov/pdf/about/divisions/npd/CPG_101_V2.pdf

OTHER ELIGIBILITY CRITERIA

= Threat and Hazard Identification and Risk Assessment (THIRA)
and Stakeholder Preparedness Review (SPR) updates

SPR update required annually at the State level

= Subrecipients must assist in the State’s annual update by providing
information on the Whole Community Worksheet

THIRA update required every three years at the State level

For more information on THIRA, see National Risk and Capability
Assessment



https://www.fema.gov/threat-and-hazard-identification-and-risk-assessment

OTHER ELIGIBILITY CRITERIA

= Subrecipients must utilize standardized resource management concepts
such as:

= Resource typing, inventorying, organizing, and tracking resources to facilitate
the dispatch, deployment and recovery of resources before, during and after an
incident

= Subrecipients must coordinate with their stakeholders to examine how
they integrate preparedness activities across disciplines, agencies, and
levels of government



OTHER ELIGIBILITY CRITERIA

= FEMA funds must be used to supplement (add to) not
supplant (take the place of) existing funds that have been
appropriated for the same purpose

= Supplanting is NOT allowed for this grant



SHSP FUNDING GUIDELINES

= SHSP funding guidelines support the five mission areas

Prevention
= Protection
= Mitigation
= Response

= Recovery

= Allowable projects must have a nexus to terrorism preparedness, aligned to closing

capability gaps or sustaining capabilities in the State THIRA/SPR and fall into the following
categories

= Planning

= QOrganization
=  Equipment
= Training

=  Exercises



SHSP FUNDING GUIDELINES

= Dual-Use

= Under SHSP, many activities that support the achievement of core
capabilities related to the national priorities and terrorism preparedness may
simultaneously support enhanced preparedness for other hazards unrelated

to acts of terrorism



FUNDING RESTRICTIONS AND

ALLOWABLE COSTS

All costs must comply with the Uniform Administrative
Requirements, Cost Principles, and Audit Requirements at 2 C.F.R.
Part 200, the terms and conditions of the award, or the Preparedness
Grants Manual

Award funds may not be used for matching funds for any other
federal awards, lobbying, or intervention in federal regulatory or
adjudicatory proceedings


https://www.fema.gov/sites/default/files/documents/fema_fy-2022-preparedness-grants-manual.pdf

FUNDING RESTRICTIONS AND

ALLOWABLE COSTS

= Prohibitions on Expending FEMA Award Funds for Covered
Telecommunications Equipment or Services

Recipients and subrecipients of FEMA federal financial assistance are subject to
the prohibitions described in section 889 of the John S. McCain National Defense
Authorization Act for Fiscal Year 2019 (FY 2019 NDAA)

and 2 C.F.R. §§ 200.216, 200.326, 200.471, and Appendix Il to 2 C.F.R. Part 200.
Beginning August 13, 2020, the statute — as it applies to FEMA recipients,
subrecipients, and their contractors and subcontractors — prohibits obligating or
expending federal award funds on certain telecommunications and video
surveillance products and contracting with certain entities for national security
reasons.

Guidance is available at Prohibitions on Expending FEMA Award Funds for
Covered Telecommunications Equipment or Services #405-143-1.

Additional guidance is available at Contract Provisions Guide: Navigating Appendix
|l to Part 200 — Contract Provisions for Non-Federal Entity Contracts Under
Federal Awards (fema.gov).



https://www.congress.gov/bill/115th-congress/house-bill/5515/text?format=txt
https://www.fema.gov/sites/default/files/documents/fema_policy-405-143-1-prohibition-covered-services-equipment-gpd.pdf
https://www.fema.gov/sites/default/files/documents/fema_prohibitions-expending-fema-award-funds-covered-telecommunications-equipment-services.pdf
https://www.fema.gov/sites/default/files/documents/fema_contract-provisions-guide_6-14-2021.pdf

FUNDING RESTRICTIONS AND

ALLOWABLE COSTS

= Effective August 13, 2020, FEMA recipients and subrecipients may
not use any FEMA funds under open or new awards to:

Procure or obtain any equipment, system, or service that uses covered
telecommunications equipment or services as a substantial or essential
component of any system, or as critical technology of any system;

Enter into, extend, or renew a contract to procure or obtain any
equipment, system, or service that uses covered telecommunications
equipment or services as a substantial or essential component of any
system, or as critical technology of any system; or

Enter into, extend, or renew contracts with entities that use covered
telecommunications equipment or services as a substantial or essential
component of any system, or as critical technology as part of any system.



FUNDING RESTRICTIONS AND

ALLOWABLE COSTS

=  Replacement Equipment and Services

= FEMA grant funding may be permitted to procure replacement equipment and services impacted by this
prohibition, provided the costs are otherwise consistent with the requirements of the NOFO and the Preparedness
Grants Manual.

] Definitions

= Per section 889(f)(2)-(3) of the FY 2019 NDAA and 2 C.F.R. § 200.216, covered telecommunications equipment or
services means:

=  Telecommunications equipment produced by Huawei Technologies Company or ZTE Corporation, (or any
subsidiary or affiliate of such entities);

=  Forthe purpose of public safety, security of Government facilities, physical security surveillance of critical
infrastructure, and other national security purposes, video surveillance and telecommunications equipment
produced by Hytera Communications Corporation, Hangzhou Hikvision Digital Technology Company, or Dahua
Technology Company (or any subsidiary or affiliate of such entities);

=  Telecommunications or video surveillance services provided by such entities or using such equipment; or

=  Telecommunications or video surveillance equipment or services produced or provided by an entity that the
Secretary of Defense, in consultation with the Director of National Intelligence or the Director of the Federal
Bureau of Investigation, reasonably believes to be an entity owned or controlled by, or otherwise connected to,
the People’s Republic of China.

=  Examples of the types of products covered by this prohibition include phones, internet, video
surveillance, and cloud servers when produced, provided, or used by the entities listed in the definition
of “covered telecommunications equipment or services.” See 2 C.F.R. § 200.471



FUNDING RESTRICTIONS AND

ALLOWABLE COSTS

» SHSP projects must align to a POETE category
= Planning
= QOrganization
= Equipment
"  Training
= Exercise

» Detailed information and allowable activities of each POETE function are
located in the FY 2022 SHSP LETPA Notice of Funding Opportunity
(NOFO)



FUNDING RESTRICTIONS AND
ALLOWABLE COSTS

Requested items MUST be deployable,
shareable, or a regional asset to be eligible for

funding



FUNDING RESTRICTIONS AND

ALLOWABLE COSTS

Please see the FY 2022 SHSP LETPA Notice of Funding
Opportunity for details regarding planning, organization,
personnel, training, travel, and exercise costs



EQUIPMENT

The 21 allowable prevention, protection, mitigation, response, and recovery

equipment categories for SHSP are listed on the Authorized Equipment List
(AEL)

Some equipment items require prior approval from DHS/FEMA/OHS before
obligation or purchase of the items. Please reference the grant notes for
each equipment item to ensure prior approval is not required or to ensure
prior approval is obtained if necessary


http://www.fema.gov/authorized-equipment-list

EQUIPMENT

Equipment purchases must be in compliance with the following:

= Equipment acquisition requirements of the FY 2022 Homeland Security
Grant NOFO

= Must be on the Authorized Equipment List (AEL)

= Information Bulletin 426 gives direction on what items are unallowable,
and what items require a waiver



https://www.fema.gov/authorized-equipment-list
https://www.fema.gov/sites/default/files/2020-08/ib_426_controlled_equipment_recission__11-1-17.pdf

EQUIPMENT

» Equipment with additional requirements (Information Bulletin 426)

= Manned Aircraft, Fixed/Rotary Wing
®  Unmanned Aerial Vehicles

= Explosive materials (must follow requirements of Information Bulletin 419
“Purchase of Energetic Materials Using Homeland Security Grant Program
(HSGP) Funding”

» Unallowable Equipment (Information Bulletin 426)

®  Weapons of any kind (including firearms, grenade launchers, bayonets);
ammunition; and weaponized aircraft, vessels, and vehicles of any kind

= Riot/Crowd Control Batons and Shields


https://www.fema.gov/sites/default/files/2020-08/ib_426_controlled_equipment_recission__11-1-17.pdf
https://www.fema.gov/sites/default/files/2020-04/Purch_of_Ener_Mat_IB_419_Final_7-20-17.pdf
https://www.fema.gov/sites/default/files/2020-08/ib_426_controlled_equipment_recission__11-1-17.pdf

EQUIPMENT

Emergency communications activities must comply with SAFECOM
Guidance

To ensure compliance all radios purchased with SHSP funds must be
compliant with the Missouri Department of Public Safety, Office of
the Director Criminal Justice/Law Enforcement (CJ/LE) Unit, Office of
Homeland Security (OHS) Radio Interoperability Guidelines

The Missouri Interoperability Center (MIC) will review all
communications equipment applications to ensure they comply with
the Radio Interoperability Guidelines



https://www.cisa.gov/safecom/funding
https://dps.mo.gov/dir/programs/ohs/documents/radio-interoperability-guidelines.pdf
https://dps.mo.gov/dir/programs/ohs/documents/radio-interoperability-guidelines.pdf

EQUIPMENT

= Radio Interoperability Guidelines
= Mobile Radios

= The following mobile radios are eligible:

¢ Motorola APX8500 P25 VHF/700/800 MHz (dual-band), digital trunking enabled
e Harris XG/XM-100 P25 VHF/700/800 MHz (dual-band), digital trunking enabled
e Harris XL-200 P25 VHF/700/800 MHz (dual-band), digital trunking enabled
e Kenwood VM-7730 P25 VHF/700/800 MHz (dual-band), digital trunking enabled
e Kenwood VM-7930 P25 VHF/700/800 MHz (dual-band), digital trunking enabled

Dual-Deck 8.34.9

The applicant MUST identify the vendor and model requested in the
application AND attach a price quote with radio specifications



EQUIPMENT

= Portable Radios

= MOSWIN was designed to be a mobile radio system rather than a
portable radio system

= For portable radios to be eligible, the applicant must already have or
request in their application a mobile radio on the MOSWIN system
and a repeater

= The applicant MUST indicate that they have a MOSWIN mobile radio and/or
repeater in their application if not being requested in the application

= The following portable radios are eligible

= Motorola APXS8000 P25 VHF/700/800 MHz (dual-band), digital trunking enabled
« Motorola APX NEXT P25 VHF/700/800 MHz (dual-band), digital trunking enabled
» Kenwood VPS00 P25 VHF/700/800 MHz (dual-band), digital trunking enabled
« Harris XL-200 P25 VHF/700/800 MHz (dual-band), digital trunking enabled

The applicant MUST identify the vendor and model requested in the
application AND attach a price quote with radio specifications



EQUIPMENT

Please contact the Missouri Interoperability Center at
573-522-1714 if you have questions regarding the
Radio Interoperability Guidelines



https://dps.mo.gov/dir/programs/ohs/documents/radio-interoperability-guidelines.pdf

MAINTENANCE AND SUSTAINMENT

» SHSP funding allows for the expansion of eligible maintenance and sustainment
costs which must be in:

= Direct support of existing capabilities

= Must be an otherwise allowable expenditure under the applicable grant
program

= Must be tied to one of the core capabilities in the five mission areas
contained within the Goal, and

= Deployable or Shareable through the Emergency Management Assistance
Compact (EMAC)

Note: Eligible maintenance does not include routine upkeep (i.e.; gasoline, tire
replacement, routine oil changes, monthly inspections, grounds and facility
maintenance, etc.) Please see Information Bulletin 336 Maintenance Costs



https://www.fema.gov/pdf/government/grant/bulletins/info336.pdf

MAINTENANCE AND SUSTAINMENT

» Must consider how to sustain current capability levels and address
potential gaps

Note: New capabilities should not be built at the expense of maintaining
current and critically needed core capabilities



28 CFR PART 23 GUIDANCE

> DHS/FEMA/OHS requires that any information technology system
funded or supported by these funds comply with 28 CFR Part 23,
Criminal Intelligence Systems Operating Policies if this regulation is
determined to be applicable



https://www.ecfr.gov/current/title-28/chapter-I/part-23

LETPA ALLOWABLE COSTS

Activities eligible for LETPA include but are not limited to:

Maturation, and enhancement of designated state and major urban area fusion
centers, including information sharing and analysis, threat recognition, terrorist
interdiction, and intelligence analyst training and salaries (subject to certain
conditions)

Regional counterterrorism training programs for small, medium, and large jurisdictions
to exchange information and discuss the current threat environment, lessons learned,
and best practices to help prevent, protect against, and mitigate acts of terrorism

Support for coordination of regional full-scale training exercises (federal, state, and
local law enforcement participation) focused on terrorism-related eventsLaw
enforcement Chemical, Biological, Radiological, Nuclear, and high yield Explosives
detection and response capabilities, such as bomb detection/disposal capability
deployment, sustainment, or enhancement, including canine teams, robotics
platforms, and x-ray technology



LETPA ALLOWABLE COSTS

= Coordination between fusion centers and other intelligence, operational, analytic, or
investigative efforts including, but not limited to JTTFs, Field Intelligence Groups (FIGs),
HighlIntensity Drug Trafficking Areas (HIDTA), Regional Information Sharing Systems (RISS)
Centers, criminal intelligence units, real-time crime analysis centers and DHS intelligence,
operational, analytic, and investigative entities

= |Implementation and maintenance of the Nationwide Suspicious Activity Reporting (SAR)
Initiative (NSI), including training for front-line personnel on identifying and reporting
suspicious activities, tips/leads, and online/social media-based threats, as well as the
execution and management of threat assessment programs to identify, evaluate, and analyze
indicators and behaviors indicative of terrorism, targeted violence, threats to life, and other
criminal activity

= Management and operation of activities that support the execution of the intelligence
process and fusion centers, including but not limited to: Fusion Liaison Officer (FLO)
programs, security programs to protect the facility, personnel, and information, and the
protection of privacy, civil rights, and civil liberties



LETPA ALLOWABLE COSTS

= Implementation of the “If You See Something, Say Something®” campaign to raise public
awareness of indicators of terrorism and terrorism-related crime and associated efforts to
increase the sharing of information with public and private sector partners, including
nonprofit organizations. Note: DHS requires that all public and private sector partners
wanting to implement and/or expand the DHS “If You See Something, Say Something®”
campaign using grant funds work directly with the DHS Office of Partnership and Engagement
(OPE) to ensure all public awareness materials (e.g., videos, posters, tri-folds, etc.) are
consistent with DHS’s messaging and strategy for the campaign and compliant with the
initiative’s trademark, which is licensed to DHS by the New York Metropolitan Transportation
Authority. Coordination with OPE, through the Campaign’s Office (seesay@hq.dhs.gov), must
be facilitated by the FEMA HQ Preparedness Officer

= Increase physical security, through law enforcement personnel and other protective
measures, by implementing preventive and protective measures at critical infrastructure sites
or at-risk nonprofit organizations

= Building and sustaining preventive radiological and nuclear detection capabilities, including
those developed through the Securing the Cities initiative



LETPA ALLOWABLE COSTS

= Integration and interoperability of systems and data, such as computer aided dispatch
(CAD) and record management systems (RMS), to facilitate the collection, evaluation,
and assessment of suspicious activity reports, tips/leads, and online/social media-
based threats

= Development of countering violent extremism programs, projects, and initiatives,
addressing prevention, intervention, and diversion efforts, including training on roles
of law enforcement and how to effectively partner with law enforcement; developing
and promoting training specifically for law enforcement executives and frontline
officers on potential behaviors and indicators of violent extremism and how to
appropriately analyze and report them; supporting community and law enforcement
engagement strategies such as table top exercises, roundtable events, town hall
meetings, and peer to peer activities; funding for existing and/or expansion of law
enforcement community relations efforts, support for the development of
community engagement plans, and joint projects to increase the awareness of violent
extremist threats and community mitigation solutions



UNALLOWABLE COSTS

Per FEMA policy, the purchase of weapons and weapons accessories, including
ammunition, is not allowed with HSGP funds

Grant funds may not be used for the purchase of equipment not approved by
DHS/FEMA/OHS. Grant funds must comply with Information Bulletin 426 and
may not be used for the purchase of the following equipment: firearms;
ammunition; grenade launchers; bayonets; or weaponized aircraft, vessels, or
vehicles of any kind with weapons installed

Unauthorized exercise-related costs include:

= Reimbursement for the maintenance or wear and tear costs of general use vehicles
(e.g., construction vehicles), medical supplies, and emergency response apparatus (e.g.
fire trucks, ambulances)

= Equipment that is purchased for permanent installation and/or use, beyond the scope
of the conclusion of the exercise (e.g., electronic messaging sign)



ENVIRONMENTAL HISTORICAL PRESERVATION

(EHP) REVIEW

= Environmental Historical Preservation (EHP) Review

= Subrecipients proposing projects that have the potential to impact the
environment must participate in the FEMA EHP review process

= The review process must be completed before funds are released to
carry out the proposed project

= Any projects that make a change to a building or the grounds must
complete an EHP Screening Form and submit it to OHS for review. This
includes drilling holes into the walls or any ground disturbance

= |f an EHP is required for a project, but not completed prior to the
project starting, the project will not be reimbursed



UNIQUE ENTITY IDENTIFIER

Effective April 4, 2022, the Federal Government transitioned from using the Data
Universal Numbering System (DUNS) Number to the Unique Entity Identifier
(UEI)

If your organization is already registered in the WebGrants System, you will need
to email your UEI to Maggie.Glick@dps.mo.gov if you have not already done so

If your organization is not yet registered in WebGrants, you will provide the UEI
at the time of registration


mailto:Maggie.Glick@dps.mo.gov

UNIQUE ENTITY IDENTIFIER

Entities that had an active registration in the System for Award Management prior
to this date have automatically been assigned a UEI

You can view the UEl in SAM.gov, located below the DUNS Number on your entity
registration record

= In your workspace, select the numbered bubble above Active in Entity
Management

Entity Management ) .
hat dé | nead for nealstiation? Register Entity

= Your records should then appear and the UEI

Emty Registration

= number will be on the left side L 1 0 0 J

Next Update Due: Jun 10,2022 | Due in Next 30 days: 0 Entity Registrations

\ e 8 o — — Unique Entity ID
.4 1 ofl / 15 - Expiration Date Ascending  »

0 0 0 0
VILLAGE =

['DUNS | Unique Entity 1D Purpose of Registration:
Federal Assistance Awards * Active Jur 10,2022
SAM | Unigue Entity ID Addross:

CAGE/NCAGE:



UNIQUE ENTITY IDENTIFIER

If your agency did not have a DUNS number, you will follow the steps below to
obtain a UEI

= Sign in to your SAM.gov account and the system will navigate you to your
Workspace

= Under Entity Management, select Get Started

Workspace Profile
r —————————————————————————— 1 a

Entity Management
: What do | need for registration? :
I Entity Registration I = Q "
l —_ — —— | Download: Saved Foll
1 (o) 0 (o) 0 :
I S -

ACTIVE DRAFT WORK IN SUBMITTED =

I L PROGRESS | Pending Requests
| Next Update Due: | Due in Next 30 days: 0 Entity Registrations | .
| | No pending requests
: Unique Entity ID : SeeAll
1 1 Notifications
1 1
1 1

No available notifications

See All




WEBGRANTS APPLICATION

=  WebGrants System (dpsgrants.dps.mo.gov)

= Login or register as a new agency

= If your agency is already registered in the system, someone with access will need to add

new users
Log "n issouri Depir'lment of
Public Safety
|

Password:* | |

User ID:* |

New to WebGrants - Missouri Department of Public

Safety?
Register Here
Forgot User Id?

Forgot Password?

= Two-factor authentication: Enter your password and the one-time passcode sent by
WebGrants

An email has been sent to the email address listed in
your user profile with a cne-time passcode. Please enter

Missour Department of

the passcode below. ublic Safety
> '

p ]
Authenticate
Reset Password
Resend One Time Passcode




APPLICATION INSTRUCTIONS

= Select “Funding Opportunities” and select the FY 2022 SHSP
LETPA funding opportunity

3 Instructions

- : .
J Reviewer Instructions

8 My profite
ﬂ Funding Opportunities -
@ My Applications

{-} My Grants

3 Conflicts of Interests

[,'? My Reviews




APPLICATION INSTRUCTIONS

= Each project will need its own application

= A project should not include both capability sustainment and building

= Capability Sustainment — Projects that sustain capabilities at their current
level

= Capability Building — Projects that start a new capability, or increase a current
capability level

= Information provided in the application will determine the score, be
sure requested information is provided and accurate



APPLICATION INSTRUCTIONS

= Select “Start New Application”

‘ Copy Existing Application | Start a New Application -

= “Copy Existing Application” will not work as application forms have
changed

= |f applying for more than one project in FY 2022 you may select “Copy
Existing Application” for the additional projects

= |If using “Copy Existing Application” be sure to update all relevant information

= Note: “Copy Existing Application” will not work on prior year applications as
the application forms have changed



APPLICATION INSTRUCTIONS

= After selecting “Start a New Application”, complete the “General
Information” section

= “Project Title” should be short and specific to the project, see example
below

= After completing the “General Information,” click “Save”

@) Menu | a Help | < Log Out <y Back | | HSave -

¥

Instructions

Thiz page muef be completed snd 2aved before proceeding with the resf of the application process

General Information

Primary Contact:* |TEST TEST w |

(limited to 250 EI'I‘;i'E':t T’H;f Interoperable Commmunications sustainment 2@22

Organization:* |Easeline Crganizafion v |




APPLICATION INSTRUCTIONS

Select “Go to Application Forms”

’ 4

General Information Go to Application Forms
System ID: 144778
Project Title: |nteroperable Commmunications Sustainment 2022
Primary Contact: TEST TEST
Organization: Baseline Organization

= Complete each of the five “Application Forms” with all required information
then “Save” and “Mark Complete”

= All forms must be marked complete in order to “Submit” l

Application Forms Application Details | Submit | Withdraw
Form Mame Complete? Last Edited
General Information V 09062022
Contact Information 2022 v 09082022
SHSF Project Package ‘ ¥ 0Qi062022
Budgst v 0062022
Mamed Attachments v 0062022



CONTACT INFORMATION

= Authorized Official

= The Authorized Official is the individual who has the authority to legally bind the
applicant into a contract. Please refer to the list below to help determine the
correct Authorized Official for the applicant agency:

. If the applicant agency is a city, the Mayor or City Administrator shall be the Authorized Official

. If the applicant agency is a county, the Presiding County Commissioner or County Executive shall be
the Authorized Official (e.g.; the Sheriff is not the Authorized Official)

. If the applicant agency is a State Department, the Director shall be the Authorized Official

. If the applicant agency is a college/university, the President shall be the Authorized Official

. If the applicant agency is a nonprofit, the Board Chair shall be the Authorized Official (This includes

Fire Protection District’s)

. If the applicant agency is an RPC or COG, the Executive Director shall be the Authorized Official.

In order for an application to be considered eligible for funding, the agency’s
correct Authorized Official MUST be designated in the “Contact Information”
form and the “Certified Assurances” form



CONTACT INFORMATION

= Please complete all contact information for
= Authorized Official
= Project Director
= Fiscal Officer
= Project Contact Person
= Required fields are designated with a red asterisk *

= Click “Save” at the top of the screen after entering all of the information

<3 Back| | | - | | d save

= Then “Mark as Complete” ‘ Mark as Complete | Go to Application Forms



SHSP PROJECT PACKAGE

= All of the “SHSP Project Package” information has been
combined into one form with eight sections

= A. Project Worksheet

. Project Capability, THIRA and Dual Use

. Project Background

. Deployable/Shareable Resources

. Risk Assessment

B
C
D

= E. Audit Details
F
G. National Incident Management System (NIMS)
H

. Certified Assurances



A. PROJECT WORKSHEET

= A.6 - Select the Project Activity Type that best represents your project
= A.7 —Was this project previously funded with SHSP funds?

= A.7.alf you answered yes to Question # A.7, please give a brief description of
the year and the project that was previously funded

= A.7.b If you answered yes to Question #A.7, indicate if the assets from your
previous project were deployed/shared in the past 12 months.

= A.8 Build/Enhance or Sustain, Is the project increasing capabilities
(build/enhance) or sustaining capabilities (sustain) at the current level?

= A.8.a/A.8.b - Attempts to coordinate, did your agency reach out to the
RHSOC, local, or state agencies to see if the requested items are available?

= All SHSP projects should be shareable/deployable so coordination is important to
determine necessity



A. PROJECT WORKSHEET

Section A.1 through B.4
A. Project Worksheet
A.1 Project Title: *

A.2 Agency Name:*

A.3 Region:*
A.4 County:*
A.5 Project Location Zip Code:*

A.G Project Activity Type:*

A.7 Was this project previously funded
with State Homeland Security Program
(SHSP) funds?*

A.7.a If you answered yes to Question
A.7, please give a brief description and
year of the original project.

A.7.b If you answered yes to Question
A.7, please indicate if assets from your
praject have been deployed/shared in

the past 12 months.

A.8 Does this project increase
capabilities {build/enhance), or does
this project sustain capabilities at the
current level?*

A.8.a If you answered Build/Enhance
to question A.B provide an answer to
the following question. Has your
agency coordinated with other
agencies to determine if the resources
requested are currently available
within the region/state?

A.8.b If answered yes to A.8.a, explain
coordination efforts made by your
agency, as well as the cutcome of the
coordination efforts.

|Intercuperahl& Communications Sustainment 2022 |

|Baseline Crganization |

65555

[ Develop/enhance interoperable communications systems

®Yas O Mo

Include a brief descripticon of the year and item(s)
that were previously funded through SHSP.

P

Indicate if the assets from your previous project were
deployed/shared in the past 12z months.

Build/Enhance »

—~
®Yas O Mo

Coorcination example: contacted ather agenches within your region to see if this
capabilityfasset currently exists and is avallable.

Include what agencies were contacted and their
respense.



A. PROJECT WORKSHEET

= A.9 —Provide a brief overall description of the project
= A.10 — Describe what specific actions/items will be funded through the grant

= A.11 - Indicate Yes or No if you are applying for interoperable
communications equipment

= |f yes, you will be prompted to answer additional questions



A. PROJECT WORKSHEET

If you ARE NOT applying for interoperable communications equipment, your screen
will look like this

A.9 Project Description”™ |oroyide a brief overall description of the project.

s
A:,%‘:ﬁ‘gﬁ:éﬂﬁ'ﬁﬂg:ﬁﬁ; Describe the actions/items to be purchased with the
purchased with grant funds:* grant funds.
s

A.11 Are you applying for
interoperable communications ) Yeg @ No
equipment?*



A. PROJECT WORKSHEET

A.11 Are you applying for interoperable communications equipment? Yes/No

**Please Note: A quote is required to be uploaded in the Named Attachments

Component of the application if applying for interoperable communications
equipment**

= A.11.a Are you applying for a mobile radio(s) (vehicle dash mounted remote mount or
base station)Yes/No

o IfyestoA.11.a, A.11.a(1) Select mobile radio model you are applying for from dropdown menu

= A.11.b Are you applying for a portable radio(s) (handheld)? Yes/No

o IfyestoA.11.b, A.11.b(1) Select portable radio model you are applying for from dropdown
menu



A. PROJECT WORKSHEET

If you ARE applying for interoperable communications equipment,
you will be asked a series of additional questions at A.11.

A.11 Are you applying for
interoperable communications
equipment?”

A.11.a Are you applying for a mobile
radio(s) (vehicle dash mounted,
remote mount or base station)?

A.11.a(1) Eligible mobile radios are
listed in the
select the model you are applying for:

A.11.b(2) As required
by the MO DPS Radio
Interoperability
Guidelines, portable
radios must be paired
with an existing
agency-owned and
installed MOSWIN
mobile radio via a
public safety grade
in-car repeater. Do
you currently have a
MOSWIN mobile radio
to pair with portable
radio(s) being
requested?

A.11.b(2)(a) If yes,
please provide the

®Yes N0

®Yes CNo

®Yes ONo

menu. Please |Motorola APX8500

maodel and |IJ5t madel and manufacturer of mobile radio

manufacturer of the
mobile radio.

A.11.b Are you

applying fora g v g

portable radio(s)
(handheld)?
A.11.b(1) Eligible

portable radios are

listed in the

dropdown menu. | Motorola APX8000 v |

Please select the
model you are
applying for:

A.11.b({3) As required
by the MO DPS Radio
Interoperability
Guidelines, portable
radios must be paired
with an existing
agency-owned and
installed MOSWIN
mobile radio via a
public safety grade
in-car repeater. Do
you currently have a

public safety grade
in-car repeater?

A.11.b(3)(a) If yes.
please provide the
model and
manufacturer of the
in-car repeater.

®Yes O Mo

|Prm.-'ide model and manufacturer of in-car repeater




A. PROJECT WORKSHEET

A.11.b(2) As required by the MO DPS Radio Interoperability Guidelines, portable radios must be
paired with an existing agency-owned and installed MOSWIN mobile radio via a public safety

grade repeater. Do you currently have a MOSWIN mobile radio to pair with portable radio(s)
being requested

A.11.b(2)(a) If yes, please provide the model and manufacturer of the mobile radio

A.11.b(2)(a) If no, is the application also requesting a MOSWIN mobile radio to pair with portable
radio(s) being requested?

If no, the application is not eligible for funding

A.11.b(3) As required by the MO DPS Radio Interoperability Guidelines, portable radios must be
paired with an existing agency-owned and installed MOSWIN mobile radio via a public safety
grade repeater. Do you currently have a public safety grade in-car repeater?

A.11.b(3)(a) If yes, please provide the model and manufacturer of the in-car repeater

A.11.b(3)(a) If no, are you applying for a public safety grade in-car repeater or in the process of
acquiring one through other funding sources?

= If no, the application is not eligible for funding



A.12 — Provide an estimated time of how long the project will take to complete

A.13 — Provide what objectives the project is designed to accomplish (the purpose of the
project)

A.14 — Describe how the project aligns with/increases terrorism preparedness
A.15 — How does your project support Law Enforcement Terrorism Prevention Activities (LETPA)
A.16 — Explain why the project is necessary for your agency/region/state

A.17 — Describe how your agency will financially sustain the requested items in the future
WITHOUT grant funding (i.e. Funding maintenance or replacement or repair of item(s), as
needed.)



A.12 Provide estimated duration of the
project (how long will it take to
complete this project):*

A.13 What are the objectives this
project is designed to accomplish?
(the purpose of the project)*

A.14 How does this project align
with/increase terrorism preparedness
for your agency/region/state?*

A.15 Howr does your project support
Law Enforcement Terrorism
Prevention Activities (LETPA)?*

A.16 Why is this project necessary for
your agency/region/ state?*

A.17 How does your agency plan to
financially sustain the requested items
in the future without grant funding?*

A. PROJECT WORKSHEET

Provide am estimated time of how long it will take to
complete the project.

P

Provide a summary of what the project is designed to
accomplish. (What is its purpose?)

Provide a summary cn how the project will increase
terrorism preparedness for your agency/region/state.

e

Describe how this project supports Law Enforcement and
Terrorism Prevention Activities.

Describe why this project is necessary for your
agency/region/state.

Discuss how the costs of this project will be
sustained WITHOUT grant funding. (i.e. Funding
maintenance or replacement or repair of items or
continued contractual services support.)




B. PROJECT CAPABILITY, THIRA AND

DUAL USE

= B.1-Yes/No, did your agency participate in your region’s Threat and Hazard
Identification and Risk Assessment (THIRA)

= B.l.alf you answered YES, describe your agency’s participation

= B.l.alf you answered NO, explain why your agency did not participate
= Review the FY 2019 State THIRA and FY 2021 SPR to answer the following:
= B.2 —Choose the Primary Core Capability that best aligns to the project
= B.3 —Identify which POETE category(s) your project addresses

= B.4 - Explain how the project impacts the Capability Target on the THIRA/SPR for the
Core Capability that you chose in B.2 and the POETE category(s) in B.3

B.2 Which Primary Core Capability best
aligns to this project?*

B.2 Which POETE (Planning. :
Organization, Equipment, Training- Equipment
and Exercise) category(s) does your
project address? *

[ Operaticnal Coordination w |

P

1000 Character Limit

B.3 How does this project impact the Explain how the project impacts the Capability Target

&Tﬂ?;ﬁfwﬁgaﬁtm;"g:aﬁﬁ on the THIRA/SPR for the Core Capabilty that you chose

chosen in B.2 and the POETE |10 B.2 and the POETE category(s) in B.3.
category(s) listed in B.37% 5

AR Fnarsebae |




B. PROJECT CAPABILITY, THIRA, AND

DUAL USE

To find the Capability Target in the FY 2019 THIRA, search for the Core Capability
you selected for B.2. The Capability Target will be listed underneath the Core
Capability

Operational Coordination

Functional Area(s)-Command, Control, and Coordination, National
Incident Management System/Incident Command System Compliance,
Stakeholder Engagement

Capability Target

Within [ 8 ] [ hour(s) ] of a potential or actual incident, establish and maintain a unified and
coordinated operational structure and process across [ 28 ] jurisdictions affected and with [ 99
] partner organizations involved in incident management. Maintain for[ 30 ][ day(s) ].



B. PROJECT CAPABILITY, THIRA, AND

DUAL USE

To find the Capability Target in the FY 2021 SPR, search for the Core Capability you
selected for B.2. The Capability Target will be listed underneath the Core Capability

Operational Coordination

Capability Target

Within 8 hour{s) of a potential or actual incident, establish and maintain a unified and coordinated
operational structure and process across 28 jurisdictions affected and with 99 partner organizations
involved in incident management. Maintain for 30 dav(s).



B. PROJECT CAPABILITY, THIRA, AND

DUAL USE

B.5 — Describe how the project supports terrorism preparedness and
increases/supports preparedness for other hazards unrelated to terrorism

B.5 If this project is dual use, please |nascribe how the project supports terrorism
describe how this project supports | o bog0- o0 and ALSO how the prodect increases

H;T;Eﬂimﬁi’;ﬁdm:mf pareparadness for other hazards UNRELATED to

other hazards unrelated to terrorism: | terrorism.
(both terrorism preparedness, and
other unrelated hazards)?

o

Dual use ars activities, which supgort the achlevement of target capabdlities related

ta terrarism preparscness may simultanecusty suppart

anhancsd preparedness for other hazards unrzlated to acts of termarism.

Funding far actiwities not axplicitly facused an terrorism preparedness muost demanstrate Dual Use.

1000 Character Limit




B. PROJECT CAPABILITY, THIRA,

AND DUAL USE

= B.6 — Review the National Priorities in the FY 2022 SHSP LETPA Notice of
Funding Opportunity (NOFO). The document is linked in the instructions

= |If the project aligns to a National Priority, select the National Priority from
the dropdown. Then choose the core capability the project aligns to from the
drop down. The core capability selected in B.6 must match the core
capability previously selected in B.1

= If, it does not align to a National Priority, select Not Applicable in both drop
down menus

= B.6.a—If the project fulfills a National Priority, describe how this project
aligns with the National Priority selected in B.6



B. PROJECT CAPABILITY, THIRA,

AND DUAL USE

B.& Please review the Mational Priorities in the FY 2022 SHEP LETFA Nofice of Funding Opporiunify
1. Enhancing the protection of soff targeis‘crowded places

2. Enhancing information and intelligence sharing and analysis

3. Combating domestic violent extremism

4. Enhancing cybersecurify

5. Enhancing community preparedness and resilience

6. Enhancing election securfy

If this project aligns fo a Mational priority, please select the prionity below. (1f your project does not align fo a National prionify, please select Not Applicable.)

National Priority:* | Enhancing information and intelligence sharing and analysis v |

Core Capability:* | Operational coordination v |

B.6.a If your project fulfills a National : - : R ;
Priority, please describe how this If the project fulfills a Matiomal Priority, describe

project aligns with the Makional how this project aligns with the Mational Priority
Priority selected in question B.G. selected in B.&.




C. PROJECT BACKGROUND

= The purpose of this section is to identify if funding from SHSP has been
provided for this project in the past

C. Project Background
Complete Project Background Investment Justification alignment and Prior Accomplishments for each year ONLY if
proposed project was also funded with prior grant funds.

C.1 Was any portion of the proposed
project funded with FY 2020 funds?:* OYes @®No

C.4 Was any portion of the proposed
project funded with FY 2019 funds?:* - Y€S @No

C.7 Was any portion of the proposed
project funded with FY 2018 funds?:* — YeS @No



C. PROJECT BACKGROUND

= Additional information will need to be provided if you select yes to C.1, C.4,
orC.7

C. Project Background
Complefe Project Background [nvestment Justification alignment and Prior Accomplishments for each year ONLY if
proposed project was also funded with prior grant funds.

C.1 Was any portion of the proposed
project funded with FY 2021 SHSP @ Yes (O No
funds?:*

C.2 FY 2021 Investment Justification | Building and Sustaining Law Enforcement and Terrorism Prevention

If funded with FY 2021 Fedaral Grant Awsard what waz the la=f major accomplizhmentimilezione that wazs compieded with FY 2021 fundz?

C.3 FY 2021 Prior Accomplishments: |o,~chased two mobile radios.

250 Character Limit

C.4 Was any portion of the proposed
project funded with FY 2020 SHSP (' Yes ® Mo
funds?:*

C.7 Was any portion of the proposed
project funded with FY 2019 SHSP () Yes ® Mo
funds?:*



D. DEPLOYABLE/SHAREABLE RESOURCES

= A deployable resource is an asset that is physically mobile and
can be used anywhere in the United States and territories via

Emergency Management Assistance Compacts (EMAC) or
other mutual aid/assistance agreements.

A deployable resource could be a communications vehicle, a generator, a CERT
team, etc.

A mobile radio may also be a deployable resource if the radio is to be installed
in a patrol car (patrol officer with radio are the deployable resource)

= A shareable resource is an asset that can be utilized as a local,

state, regional or national capability, but is not physically
deployable (i.e.; fusion center)




D. DEPLOYABLE/SHAREABLE RESOURCES

= D.2 Item Name — this refers to the Deployable/Shareable
asset, this is not necessarily what is being purchased

An agency may be purchasing an item that is for sustainment or building of a
larger asset, (i.e.; replacement SCBA tanks for a Homeland Security Response
Team (HSRT) ) the team is the deployable asset instead of the SCBA tank

An agency may be purchasing a mobile generator, the generator would be
the item that is deployable



D. DEPLOYABLE/SHAREABLE RESOURCES

If the project does not support an asset that is deployable or
shareable answer NA and skip the remaining questions for
Section D

Note: The information in Section D is used in the application
scoring process



D. DEPLOYABLE/SHAREABLE RESOURCES

= |f the item is shareable, Sections D.2 — D.4 must be completed

D. Deployable/Sharable Resources

Deployable Resource: dentifies the avaifability and uiility of an asset fo multiple jurisdictions, regions, and the Nalion; provides information on mobifity of assefs in an area. An assef
that is physically mobile and can be used anywhere in the United Stafes and termitories via Emergency Management Assistance Compacts or other mutual aid/assistance agreements.

Shareable Resource: Provides information on the ulilify of a non-deployable shared asset in a region; identifies the assel's ability fo augment and sustain a reinforced response within
a region. An assef that can be utilized as a local, stafe, regional, or national capability, but is not physically deployable {i.e., fusion centers).

ol [bres Lo =R U rp—— |Shareable Resource V|

If answered Deployable in quesfion D 1 complete questions D .2-0.8.
If answered Shareable in guestion D.1 complefe guestions D.2-0.4.
If answered NA in guestion D.1 skip fo Section E.

D.2 Item Name: |WebEOC

D.3 Ifz”mil:i"g;el’h_ﬁblefshﬁhl‘f How does this project sustain the asset at the
omeland Security resource(s), Lo
jescribe h the project tains each current capability lewvel
resource(s)?:

250 Character Limit

D.4 Spedal conditions/requirements | provide what another agency needs to do to acceas

on sharing the deployable/shareable the asset or its product listed in D.2
resource(s):

Example: Specific requirements of equipment, operator, etc.
250 Character Limit



D. DEPLOYABLE/SHAREABLE RESOURCES

If the asset is deployable, complete all of Section D

D. Deployable/Sharable Resources

Deployable Resource: Identifies the availability and utility of an asset to multiple junisdictions, regions, and the Nation; provides information on mobility of assets in an area. An assef
that is physically mobile and can be used anywhere in the Unifed Sfafes and territories via Emergency Management Assistance Compacts or other mutual aid/assistance agreements.

Shareable Resource: Provides information on the utiiify of a non-deployabie shared asset in a region; identifies the asset’s ability fo augment and sustain a reinforced response within
a region. An assef that can be utilized as a focal, state, regional, or national capability, but is not physically deployable (i.e., fusion centers).

D.1 Does this project fund resources
that are:*

i d D in jon D_1

Deployable Resouce v

D2-D.8

questions D.2-D 4.

ir d in fon 0.1
If answered NA in question D.1 skip fo Section E.

D.2 Item Name:

D.3 If sustaining deployable/sharable
Homeland Security resource(s),
describe how the project sustains each
resource(s)?:

D.4 Special conditions/requirements
on sharing the deployable/shareable
resource(s):

|F‘urlab|e Radio Cache

How does this project sustain the asset at the
current capability lewel

250 Character Limit

Provide what another agency needs to do to borrow
the asset listed in D.2

Example: Specific requirements of equipment, operator, etc.
250 Character Limit

FEMA Resource Typing Library Tool is focated at htps:irtit.preptoolkit.org/Public.

D.5 Is deployable resource NIMS Kind
& Typed?:

D.6 Deployable Resources
Kind & Type Name(s):

D.7 Deployable Resources
Kind & Type ID(s):
(ID x—300-3000c)

D.B If not NIMS Kind & Typed, explain
how the item further supports the
land Security Initiati

®Yes ONo

(Access this information from the blue link above

Example: Mass Casualty Support Vehide
250 Character Limit

[Access this information from the blue link above

Example: ID 3-508-1032 Vehicle
250 Character Limit

If D.5 is no, please explain how this asset
supports the Homeland Security Initiative.

250 Character Limit



D. DEPLOYABLE RESOURCES

= Under the “NIMS Kind and Type” section of the form
= |s the deployable resource kind and typed

= Kind and Type Information

= Provide ID number and name from the Resource Typing Library Tool

= |f the deployable resource is not kind and typed, provide a description of
why the resource is necessary to further homeland security initiative(s)


https://rtlt.preptoolkit.fema.gov/Public

D. DEPLOYABLE RESOURCES

Resource Typing Library Tool

Browse Links & Tools

Welcome to the Resource Typing Library Tool (RTLT), an online
catalogue of national resource typing definitions, position
qualifications and Position Task Books (PTBs) provided by the Federal
Emergency Management Agency (FEMA) National Integration Center
(NIC).

i ] ‘ ‘ Search

:= Browse |_ Links & Tools

® About @ Help




NIMS KIND AND TYPING

Mobile Communications Center (Also referred to as

ID:
Status:

Updated:
Released:

Resource Category:

Core Capabilities
Primary:
Secondary:

Supporting:

DESCRIPTION
RESOURCE CATEGORY
RESOURCE KIND
OVERALL FUNCTION

COMPOSITION AND

2-508-1053

Published

11/19/2019 11:23:4TVM
07/12/2005

Incident Management

Operational Communications

Public and Private Services and Resources

“Mobile EOC") h

Incident Management

Vehicle

ORDERING SPECIFICATIONS

Each type of resource builds on the qualifications of the type below it. For example, Type 1 qualifications include the qualifications in Type 2, plus an increase in capability. Type 1 is the highest qualification level.

COMPONENT

TYPE 1

TYPE 2

TYPE 4

aid transceiver and any other frequencies

aid transceiver and any other frequencies

aid transceiver

VEHICLE CHASSIS 48'-53" custom trailer, bus chassis, 35'-40" motorhome chassis with or as or diesel motorhome chassis, | Converted SUV or Travel Trailer, or 25'-40" | Not Specified
conventional cab/van chassis, or diesel without slide-out room m trailer (trailer does not require | custom built trailer (trailer does not
motorhome chassis with or without slide- additional tow vehicle) require additional tow vehicle)
out room

EQUIPMENT INTERIOR | 6.10 workstations, with private meeting | 4-6 workstations, with private ing 2-4 work 1-2 workstations Mot Specified

area for Command personnel area for Command personnel

EQUIPMENT RADIO | RF Communications with adjoining RF Communications with adjeining RFC ications with adjoining RF Communications within jurisdiction Not Specified

HIEQUENC\;S agencies, State agencies through mutual | agencies, State agencies through mutual | agencies, State agencies through mutual | and with adjoining agencies




E. AUDIT CERTIFICATION

= Utilizing your agency’s most recent audit, please complete all required
fields in the “Audit Details” section

= |f your agency does not have an audit, complete this section utilizing
your most recent annual financial statement and attach the statement

in lieu of the audit

= *Note — If your audit covered a period that ended more than three
years ago, please provide the most recent financial statement for your
agency’s last fiscal year, as well as a copy of the audit

= Upload your Schedule of Expenditures of Federal Awards (SEFA) for the
period covering your agency’s last fiscal year if this is not already included
in your audit

= All attachments will be uploaded in the “Named Attachment” form on the
application



E. AUDIT CERTIFICATION

= Utilizing the most recent audit, annual financial statement, and/or SEFA,
complete the “Audit Certification” section indicating whether the $750,000
threshold for federal audits was met per 2 CFR 200.501

= The $750,000 federal expenditure threshold is met when an agency has
expended $750,000 or more in federal funds during their last fiscal
year. This information can be found on the agency’s most recent audit,
annual financial statements, and/or SEFA. (The total amount of federal
funds expended is derived from all federal sources, not just Department
of Homeland Security funds)


https://www.ecfr.gov/current/title-2/subtitle-A/chapter-II/part-200/subpart-F/subject-group-ECFRfd0932e473d10ba/section-200.501

E. AUDIT CERTIFICATION

E. Audit Details

E.1 Has the Applicant Agency @ vas ) No

exceeded the fEdF—'_ml expenditure If the applicant agency exceeced the feceral expenditure threshald i thelr last fisca
threshold of $750,000 in federal funds wear, they must have their Single Audit or Program Specific Audit completed and

during EQEI'H:'H"E last fiscal "||"1!E"_!':’t submitted ba the OHS within nine [9) months after the =nd of the sudited fiscal year.

E.2 Date last audit completed: [74/30/2022 |
MM/DD/YYYY*

If an agency has never had an audit, please anter the date of their last annual financial statement.

E.3 By checking this box the applicant
agency understands they are required
to upload a copy of the agency’s most

recent completed audit (or annual
financial statement) in the Named
Attachments section of this
application:*



The “Risk Assessment”
section is to gather
information the
awarding agency (OHS
or RPC/COG) will use
to conduct a risk
assessment, of your
agency, as required by
2 CFR 200.331 (b)

Depending on the
responses to these
guestions, the
awarding agency may
contact you for
additional information

F. RISK ASSESSMENT

F. Risk Assessment

F.1 Does the applicant agency have
new personnel that will be working on
this award?:*

F.1.a If you answered yes to Question
# F.1, please list the name(s) of new
personnel and their title(s)

F.2 Does the applicant agency have a
new fiscal or time accounting system
that will be used on this award?:*

F.3 Does the applicant agency receive
any direct Federal awards?:*

F.3.a If you answered yes to Question
# F.3, please list the direct Federal
awards the agency receives.

F.4 Did the applicant agency receive
any Federal monitoring on a direct
federal award in their last fiscal
year?:*

F.4.a If you answered yes to Question
# F.4, please list the direct awards
that were monitored and indicate if
there were any findings or
recommendations.

®Yes ONo

New personnel is defined as working with this award type less than 12 months.

List names of new personnel and their titles.

OYes ®No

New fiscal or time accounting syst is as a syst
utilized less than 12 months within the applicant agency.

dafinad

being

®Yes ONo

Direct grants are grants that you apply directly to the federal government for and there is
no intermediary agency such as OHS.

List direct Federal awards the agency receives.

List the direct Federal awards that were
monitored and indicate if there were any findings
or recommendations.



https://www.ecfr.gov/current/title-2/subtitle-A/chapter-II/part-200/subpart-D/subject-group-ECFR031321e29ac5bbd/section-200.331

G. NIMS COMPLIANCE

= Answer yes or no to the fourteen questions in the “National Incident

Management System (NIMS)” section

G. National Incident Management System (NIMS)

G.1 Has the jurisdiction formally
adopted the Mational Incident
Management System (NIMS)

throughout the jurisdiction or @ Yes ()Mo
organization to prevent, protect
against, mitigate, respond to, and
recover from incidents?:*

G.2 Has the jurisdiction ensured
traiming for the incident personnel
incorporates MIMS training that is

pertinent to each individuals incident ®Yes ONo
responsibilities in alignment with the
NIMS training program?:*

G.3 Does the jurisdiction develop,
maintain, and implement mutual aid
agreements (to include agreements (® Yes (O MNo
with the private sector and
nongovernmental organizations)?:*

G.4 Does the jurisdiction apply ICS as
the standard approach to the on-scene

command, control, and coordination of ®Yes CUNo
incidents?:¥

G.5 Does the jurisdiction enable
effective and secure communications 0] O
within and across jurisdictions and Yes No
organizations?:*

G.6 Does the jurisdiction identify and
inventory deployable incident
resources consistently with national

NIMS resource typing definitions and ®Yes ()Mo
job titles/ position qualifications,
available through the Resource Typing
Library Tool?:*

G.7 Has your agency designated a
point of contact to serve as the
principal coordinator for the
implementation of NIMSZ*

.8 Has your agency adopted NMIMS
terminology for the gualification,
certification, and cedentialing of

incident personnel?*

G.9 Does your agency use the NIMS
Resource Management Process durimg
incidents? (identify reguirements,
order and acquire, mobilize, track and
report, demobilize, reimburse and
restock])*

G.10 Does your agency implement JIS
for the dissemination of incident
information to the public, imcident
personnel, traditional and social
mredia, and other stakeholdersz*

EZ.11 Doves your agemncy use MAac
Groups /S Policy Groups during incidents
to enable decision making among
elected and appointed officials and
support resource prioritization amnd
allocation?*

G.12 Does your agemncy organize amnd
manage EOC's and EOC teams
consistent with pertinent NIMS
guidance?*

G.13 Does your agency apply plain
language and clear text
communications standards?*

G.14 Does your agency develop,
maintain, amnd implement procedures
for data collection, analysis, and
dissemination to meet organizational
neads for situational awareness?*

- Yes

- Yes

- Yes

- Yes

- Yes

- Yes

- Yes

- Yes

Mo

O No

Mo

2 No

Mo

Mo

Mo

Mo



G. NIMS COMPLIANCE

= If you answer no to any questions G.1-G.14 please explain planned activities
during the grant period to strive towards NIMS compliance in G.15

if anzwered Mo to sny questions G, 1-G. 14, plesss explain pisnned sciivliies dunng grant penod fo sinve fowards being MIMS compiiant.

G.15 Planned Activities: |17 yvou answered no to any gquestion in G.1-G.14,

explain what activities wou plan to do to strive
toward beimg WIMS compliant.

-



F. CERTIFIED ASSURANCES

= The “Certified Assurances” section MUST be completed with the agency’s correct
Authorized Official to be considered eligible for funding

H. Certified Assurances

To tha best of my knowledge and belief &l dats in thiz spplication iz fve snd correct,
the docurment haz been duly suthorized by the governing body of the sppficant.

and the apolicant aftestz fo andior will comply with the foliowing Certified Azzurances
if the sssisfance iz awarded:

SHSP Cerfified Assurances
H.1 By checking this box, T have read
and agree to the terms and conditions
of this grant:*

in order to be considered eligible for funding, the comect Authorized Official musf be designated and have kmowledge of the cerfified sssurances s=sociated with fhiz fumading
appartunify If the incorrect Authorized Official is lisfed in H.2 of the application. the application will be deemed ineligible for funding.

The Authorized Official iz the individua! who haz the authonty to legally bind the spplicant into 5 coniract and iz generally the spplicant’z elected or appointed chief executive For
Sxample:

- if the applicant agency is 3 city, the Mayor or City Administrator shall be the Authonized Cfficial

= If the spplicant agency iz 5 county, the Presiding County Commizzioner or County Execuffve shall be the Authonzed Officia!

» If the spplicant agency iz s Siste Department, the Director shall be the Authonized Official

- If the spplicant agency iz s collegeimiversity, the President shall be the Autharized Official

- If the spplicant agency iz 3 nonprofil, the Board ChainFresident zhail be the Authorized Official, thiz includes Fire Protection Districts.

- if the applicant agency is an Regional Flanming Commizsion (FFC) or Council of Government (C0G), the Executive Director shall be fhe Authonzed Oficial
= If the spplicant agency iz 5 special diztrict, such az Fire Profection District or Ambuiance Diztnct, the Board ChainFresident zhall be the Authorized Cfficial

If 3 dezignee iz being ubiized fo suthorze the application, the Mizsour Depariment of Public Safely (DFS) rezenes the nght fo request documentation that indicafes the designes has
the authonty to fegaily bind the applicant into 3 contract in lisy of the Authonzed Officisl st the fime of apolicafion submizsion.

**The above it iz nof an al-incluzive izt if wou do not &Y info the sbowve listed categoriesz. or i you are unzure of who the Authorzed Official iz for your agency. pleaze contact the
Mizzouri Office of Homealand Secunty sf (57.3) 522-6125 =

H.2 Authorized Official [0 oot Autharized Official Name and Title |

Hame and Title:*
H.2 Name and Title of
person completing this | Hame and Title of Person Complefing the Applicatic |

proposed application:*

H4Date:” 9162022 | =]

= Applications can be saved without the Authorized Official’s information while they review,
but MUST be completed before form can be marked complete and submitted




BUDGET FORM

= Enter each budget line by selecting “Add” and completing all required
information, then “Save” and “Add” if additional budget lines are
needed

= Personnel

=  Benefits

= Travel

=  Equipment

= Supplies/Operations

= Contractual



BUDGET FORM

Equipment
All equipment items are defined as fangible properfy having an acquisition cost of §1,000 or more, and a wseful life of more than one year.

All Equipment purchased has fo be an allowable item on the Authorized Equipment List (AEL).

; . . : . . - ) Is this a Controlled S
Line ltemm Name: AEL# Qty: UnitCost: Total Cost:  Sustainment: Equipment ltem?: Discipline:
£0.00
@) Menu | a Help | ] Log Out <y Back |

&S Application

Application: 144778 - Interoperable Commmunications Sustainment 2022
Program Area: Siate Homeland Secunty Program (SHSF)
Funding Opportunities: 144770 - FY 2022 SHSP Law Enforcement Terrorism Prevention Activities (LETPA) TEST
Application Deadline: Final Application Deadline not Applicable

Organization: Baseline Organization

Equipment
Al equipment ifems sre defined sz fsngible property hsving an scquizsition cost of §1.000 or more, and 5 useful iife of more fhan one yesr

All Equipment purchazed has to be an aiiowsble iem on the Authorized Equipment List (AEL).
Equipment quotes may be uplosded in Names Aftachment component of the spplicalion.

Line Item Name:* |Mobile Radios |

AEL #:* [pGGP-01-MOBL |
o C—
Tl cost

Sustainment: *

Sustainment is costs that are necessary to maintain a current, ceployable hamelanc security asset.

Discipline:* [Law Enforcement w |
Select primary discpline benefiting fram equipment.

Function: * | Equipment L |
Select the EQUIPMENT function area far this budger line.

Allowable Activity:* | Interoperable Communications Equipment -

Add

Function.  Allowable Activity:

| i save -



BUDGET FORM

= Provide required justification for all budget lines by clicking “Edit” at top of
the page

= Justification for all sections can be completed at one time

4

Menu | Help | Log Out ) Back | | (5% Edit |
) {

& Application

Application: 144778 - Interoperable Commmunications Sustainment 2022
Program Area: 5Siate Homeland Securnty Program (SHSF)
Funding Opportunities: 144770 - FY 2022 SHSP Law Enforcement Terrorism Prevention Acfivities (LETPA) TEST
Application Deadline: Final Application Deadline not Applicable
Organization: Baseline Organization



BUDGET FORM

= The instructions for each budget section provides a description of what
information should be included in the budget narrative justifications

Narrative Justification - Equipment
Detailad narrative justification is required for all budget line(s). This justification should fully explain the need for acquisition. To provide the required justification for a budget line item(s),
click ‘Edit’ at top of page

FProvide separate justifications for each line item being requested Address why the requested item is necessary for the success of the proposed praoject. Indicate who will use the item,
how the item will be used and where the item will be housed.

Font Family - Font Size B 7 U| | :
’ Justify the items to be purchased, including providing a cost basis.

|

| @B A-Z- (2 - || @6

= DO NOT put “See attachment” in the narrative justifications! Each section must
be completed. If you have information that will not fit in the justification,
please enter a summary in the justification and then include the statement
“Additional information can be located in the “Named Attachment” section

= When justifications for all sections have been completed, mark “Save” and
“Mark as Complete”at the top of page



BUDGET — PERSONNEL/BENEFITS

= Personnel

= In the justification provide each employee, what duties they will be required
to complete for the project, their salary, and their estimated hours spent on
the project as a cost basis

= Personnel Benefits

= |In the justification list each employee, what benefits they receive, the cost of
each benefit and how it is determined (e.g.; monthly, or percentage based)
and the rate



BUDGET - TRAVEL

= Each travel event should be listed in the justification and include a full
cost basis for the amount requested, including:

= Justification for the travel
= Number of staff traveling
= Estimated dates and location

= What costs are being requested and the estimated rate (i.e. lodging,
meals/per diem, conference fees)

= A training request must be approved for all training, this may be
submitted at the time of application and attached in the Named
Attachments form
https://dps.mo.gov/dir/programs/ohs/documents/TrainingRequestForm.

pdf



https://dps.mo.gov/dir/programs/ohs/documents/TrainingRequestForm.pdf

BUDGET — TRAVEL

= OHS will only reimburse up to the approved rates approved
by the Missouri Office of Administration

= Current approved rates can be found on the Missouri Office
of Administration Website at the following link:
https://oa.mo.gov/travel-portalministration



https://oa.mo.gov/travel-portalministration

BUDGET — EQUIPMENT

= Equipment is defined as tangible, personal property (including
information technology systems) having a useful life of more than one
year and a per-unit acquisition cost of $1,000.00 or more

= Authorized Equipment List (AEL) Number is required on the budget, link
to site provided in instructions

Equipment
All equipment items are defined as fangible property having an acquisition cost of $1,000 or more, and a life of more than one year.
All Equipment purchased has o be an allowable iftem on the Authorized Equipment List {AEL).

Equipment guotes may be uploaded in Names Aftachment component of the application.



BUDGET — EQUIPMENT

= Search the site for the Authorized Equipment List
correct AEL number

The Authorized Equipment List (AEL) is a list of approved equipment types allowed under
FEMA's preparedness grant programs. The intended audience of this tool is emergency
managers, first responders, and other homeland security professionals. The list consists of
21 equipment categories divided into categories, sub-categories and then individual
equipment items. NOTE: There are no commercially available products listed; it only
consists of equipment types.

. . Download CSV
= The section name will =
correspond to the -
allowable activity on the
. Slearch by item numbser, item title, keyword, or grant program and then click Apply. Search results
budget line i e

Section
06 - Interoperable Communications Equipment ﬂ
Category
- Please select - ﬂ
- Please select -

Select a primary section, category and sub-category and then click Apply.



BUDGET — EQUIPMENT

= Justification should be provided for each equipment item
requested to include

= Who will use the item, how the item will be used, and where
the item will be stored

= Cost basis for the amount requested

= Please attach a quote or cost basis to the Named
Attachments section of the application if available

= Note a quote is required for radio interoperability equipment
to be eligible for funding



BUDGET — SUPPLIES

= Justification should be provided for each supply requested to include

Justification for how the item supports the project
Why the amount requested is necessary

Cost basis - attach a quote or cost basis to the Named Attachments section of
the application if available

For a service that fits the criteria for supplies, the dates covered must be
provided (e.g.; annual software license, phone, or internet service)



BUDGET — CONTRACTUAL

= Justification should be provided for each contractual cost requested to
include

=  What will be provided by the contract
= Estimated dates of service or delivery
=  Why is this contract needed to support the project

Cost basis for amount requested — attach a quote or cost basis to the
Named Attachments section of the application if available



NAMED ATTACHMENTS

= All attachments must be included in this section
= Required Attachments

= Audit/Financial Statement

= Federal Funds Schedule (if not included in the audit)
= Other Supporting Attachments (if applicable)

= Quotes or other cost basis

= Training Request Form(s)

= Other supporting information (up to 5 attachments)



NAMED ATTACHMENTS

= To add each attachment select the name of the attachment

Named Attachments Go to Application Forms

Attachment Description  File Name Type File Size Date Uploaded  Delete?
- Audit/Financial Statement (REQUIRED)*
Federal Fund Schedule (REQUIRED if not included in Audit)
Quotes or other cost basis
Training Request Form
Other Supporting Information
Other Supporting Information
Other Supporting Information
Other Supporting Information
Other Supporting Information

QPIIYLYLIL

= The applicant agency’s most recent audit/financial statement and federal funds
schedule are required documents and must be uploaded before the form can be
marked complete



NAMED ATTACHMENTS

Browse to select
document

Add a
description to
identify the
document in the
application, and
select “Save”

Menu | Help | Log Out ) Back | | b save
Gvenu | | veio | 9 e
& Application

Attach File
\AwrditiFinancial Statement: Appiicant Agency Most Recent Complated Audit - Audit Details portion of the Project Packsge requires the sgency fo submit the Iast sudit If the agency does
nof hiave a complieted audi, their financial stafement should be submitied

Federal Fund Schedule is REQUIRED if nof included in Awdli.

Guote or other cost basis: A quote or cosf basie is recommended for all cosfs requested.

Training Requesf Formas: Training request formz are nof required st the fime of appiication but may be submitied with the sppiication.

Cither supparting documents: Any supporiing documentstion not fisfed above may be submitfed in the sttachmenis fifled Cther Supporiing Documenisfion.

= Tostfsch sny other dosuments, click "Add™

= Todelefe sn uploaded file, ciick the recycle bin in the Delete column.

= Ifyou have no sddifionsl! sftschments to inciude in your spplication, sefect "Marnk 55 Complefe”.

The Mizzour Deparfment of Public Safety can suppart the following file types: Word (*doc, ® docx), Excel (*xls, ®xizx), PFowerPoint (*ppf *ppbx), Fublizher (* pub), Adobe FDF (* pdf),
Fhotos (“bmp. *jpg, *jpeg, *joe *asp, *4F *wmi] and similsr commonily used programs. I you atfsch 5 file fype that the Mizsouri Department of Fublic Safefy does not have soffware
fo gpen or the file iz comupbed and cannot be opened, the affschmeant may not be considered

if thiz document iz =3ved on & computer or dizk, zesrch for the file locafion and upload & The Dezcription field should merely name the affschment, nat provide exfensive defails sbout
the attachment.

if thiz document is nof saved on a computer or disk but is rather a sheef of printed paper, it will need to be scanned snd saved to 5 computler file location. if the decument is mulipis
\pages, check your scanner seftings fo enzure the pages can be zsved a= one file or uze the free. online fool called POF Merge if if iz neceszsry fo combine muitiple 1-page =canz info 1
saved documeant.

NOTE: Do not attach password protecfed documents as the Print fo POF feature will nof be able fo open such file types.

Upload File: Test File.docx

Description:™ (4,45t 1/1/2021-12/31/2021




SUBMISSION

= All forms must be marked complete in order to submit the
application

= When everything is complete select “Submit”

i J

Application Forms Application Details | Submit | Withdraw
Form Mame Complete? Last Edited

General Information v oevoerz0zz2
Contact Information 2022 ¥ ooar2022
5HSP Project Package ¥ Jovogiz022
Budget v Oogi2022
Mamed Attachments v L



ADMINISTRATIVE REVIEW

During the administrative review process the following will be considered:

= Allowable
= Authorized Equipment List (AEL)
= Authorized by law or regulation
= Allowable in the Notice of Funding Opportunity
= Allocable
= Falls into POETE (Planning/Organization/Equipment/Training/Exercise)
= Code of Federal Regulations (CFRs)
=  Within scope of the grant
= Reasonable
= Does not exceed what a prudent person would incur in the circumstance
= Necessary

= A cost that is required for proper and efficient performance of the grant



OFFICE OF HOMELAND SECURITY CONTACTS

Points of contact for WebGrants system issues:

Debbie Musselman
Grants Specialist
(573) 751-5997

Debbie.Musselman@dps.mo.gov

Maggie Glick

Grants Specialist

(573) 522-6125
Maggie.Glick@dps.mo.gov

Chelsey Call

Grants Supervisor

(573) 526-9203
Chelsey.Call@dps.mo.gov

Joni McCarter

Program Manager

(573) 526-9020
Joni.McCarter@dps.mo.gov



mailto:Debbie.Musselman@dps.mo.gov
mailto:Maggie.Glick@dps.mo.gov
mailto:Chelsey.call@dps.mo.gov
mailto:joni.mccarter@dps.mo.gov
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