
Meeting People Online
• As a general rule,children should never plan to meet

anybody in person whom they have encountered online.

Explain that people met online may not be who they

say they are.

• When face-to-face meetings seem appropriate—the

person is a student from a nearby school,for

example—the meeting should be arranged only with

your approval.It should be in a safe public place,and

you or another responsible adult should be present.

•Children should never give out personal information

over the Internet.They should use an online name (not

their real name) and never reveal their address,

telephone number,or any identifying information.

•No pictures,letters,or telephone calls should be

exchangedwith online acquaintances without your

approval.Monitor such communications.

• Ifonline acquaintances send your children emailthat

makes them uncomfortable or that they know is

obscene,they should inform you at once.The same

applies to information they see on message boards or

chat rooms.

Making Online Purchases
• Children need to learn to be savvy consumers.The term

“free”doesn’t always mean free.Con artists use the term

to attract more business.The children should ask you

before signing up for anything over the Internet,even

when signing up does not require a credit card number.

• Encourage an attitude ofhealthy skepticism toward

websites that offer prizes or giveaways.Chances are,

all the child has “won”is the opportunity to buy

something he or she didn’t want in the first place.

• Establish explicit rules for getting clearance for online

purchases,including documentation to be kept.

Following Links
•Consider using a family-safe or child-safe search engine

or a filter,blocking,or ratings system.Some services

have a “kids only”section so you can be sure the

children won’t have access to questionable material.

• Encourage your childrento ask you to check out new

sites with them.

• Be responsive and nonjudgmentalifthey tell you about

an inappropriate site they found accidentally.

The Internet can be a wonderful tool
for children and youth

• Homework:Kids can use the most current news,

encyclopedias,and other source materials to find

information for research projects.

• Communication:Kids can use email and public

message boards to keep in touch with family and

friends.

• Entertainment and education:Kids can use the Internet

to make a virtual visit to a museum,take a college

course,play games,etc.

But the Internet can also be dangerous.Here are some

things families can do to encourage today’s computer-

savvy young people to be computer-safe.

Using the Computer Is a Family Affair
• Agree on a list ofrules and post it by the computer.The

rules should cover how long children can spend on the

Internet,how late they can surfthe Web,what they may

and may not visit on the Web,and whether or not they

are allowed to make purchases over the Web.Have

everyone in the household sign an Internet pledge (see

www.safekids.com/kidsrules.htm).

• Talk to your kids.Keep the lines ofcommunication

open,and never blame the victim! Ifa child tells you

about an upsetting event experienced online,don’t

blame him or her.How you react will affect how much

he or she shares with you in the future.
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You have lots of choices for buying prescription drugs these days. A
m

ong them

are online pharm
acies. M

any online pharm
acies offer greater convenience and

low
er prices than the corner drugstore, but if you don’t know

 for sure if the sell-

er you’re dealing w
ith is legitim

ate, you m
ay be at risk of receiving products

that

are contam
inated, counterfeit, or not approved by the FD

A
—

or you m
ay pay and

receive nothing at all.

C
ounterfeit 

drugs 
can 

be 
dangerous 

to 
your 

health. 
C

ounterfeit 
m

edicine

m
ay be ineffective or  cause serious side effects such as an allergic reaction.

D
rugs that are legitim

ate but not correctly prescribed (for exam
ple, those

prescribed 
by 

an 
online 

doctor 
w

ho 
has 

not 
exam

ined 
you) 

can 
also 

be

harm
ful or ineffective.

H
ere are som

e tips for buying prescription drugs online: 

1
. N

ever purchase prescription drugs w
ithout your doctor’s prescription.

S
om

e

online pharm
acies w

ill sell you drugs w
ithout one or only require that you fill

out a short questionnaire. Taking drugs w
ithout the advice of a healthcare

professional m
ay put you at risk for drug interactions and other serious con-

sequences.

2
. B

e fam
iliar w

ith the m
edications you take, including the color, size, shape,

taste, and side effects. If you receive a counterfeit m
edication, you m

ay be

able to identify it m
ore easily.

3
. M

ake sure the package or container
the m

edication com
es in has not been

altered or the label changed. 

4
. O

nly buy prescription m
edications from

 a licensed pharm
acy, online or offline.

To determ
ine if a w

ebsite is a licensed pharm
acy in good standing, check w

ith

the N
ational Association of B

oards of Pharm
acy (w

w
w.nabp.net, 847-698-6227).

5
. D

o not purchase drugs from
 a foreign w

ebsite.
It m

ay be illegal to im
port the

drugs bought from
 these sites.

6
. U

se com
m

on sense.
If the w

ebsite advertises a drug as a “m
iracle cure” for a

disease or pushes a drug that guarantees w
eight loss, the claim

s are probably false.

7
. R

eport any w
ebsite for a pharm

acy
that you think is illegal or any drug you

purchased that you suspect is counterfeit. If you bought the drug by m
ail,

telephone, or in person, contact the FD
A’s M

edw
atch program

 at 8
0

0
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3
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8

 or at w
w

w
.fda.gov/m

edw
atch/. To report a counterfeit drug that you

bought on the Internet, visit w
w

w
.fda.gov/oc/buyonline/buyonlineform

.htm
or

call the M
edw

atch num
ber.

Protecting
Yourself From

Counterfeit
Drugs

If you don’t know
for sure if the seller

you’re dealing with is
legitim

ate, you m
ay be at

risk of receiving products
that are contam

inated,
counterfeit, or not

approved by the FDA.
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